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Comcast Verizon

2 Abstract

This document specifies the functionality offered by an Access Provider (AP) that, when

combined withan EthernetAccess(E-Access)Service, allows a Service Provider (SP) to

monitor and configure selected objects associated vgieza UNI and one or more OVENd

Poinsatthat UNIi n t h e A Plheeffattastthatahe AP provides functionality similar to

what would otherwiseequire the SP to place a Network Interface Device (NID) at the

cust omer Hse nlceec attihen AP is said to be providing
the EAccess Service that the SP has purcha3éids is accomplished via the SP communicating

over a Remote Management Interface (RUdnnectiorto the AR using an RMI Protocol

The content of this document can be divided into two types.

1 Requirements on the AP network There are behaviors required across UNI and ENNI
interfaces. This is the foswof this document; to define a known, standard service that
SPs can buy from APs that provide access service having vNID functionality.

1 Functionality of the SP network SP functions will be discussediasormationto
provide guidance for vendoasd supliers in an informational append{gee Section
Appendix B.

The above imply requirements for devices that provide#ieeledunctionality. This document
does nospecifywhich device must implement which functions

In addition, this document provides guidance, where necessary, on how the APsdaild
interact to configure and manage these capabilifieis framework is presented to explain the
assumptions of what interactions between the SFA&mked to be supporteta the RMI
Protoco] and what interactions are assumed to be supported \&etihiee Ordeprocess
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3 Terminology and Acronyms

This setion defines the terms used in this document. In many cases, the normative definitions to
terms are found in other documents. In these cases, the third column is used to provide the

reference that is contiloig, in other MEF or external documents.

Table 1. Acronyms and Definitions

Term

Definition

Source

AP

Access Provider

MEF 33[64]

AP RMI End Point

Thepoint at thantersection of th&MI Connectiorand
the ENNEINi n t he APOGS net wor

This document

AIS

Alarm Indication Signal

ITU-T G.8021[44]

Bandwvidth Profile

A characterization of Service FrameENNI Frame
arrival times and lengths at a reference point

MEF 10.2[51]

BWP Bandwidth Profile MEF 12.1[53]
CBS Committed Burst Size MEF 10.2[51]
CCM Continuity Check Message ITU-T G.8021[44]
CE Customer Edge MEF 10.2[51]
CEN Carrier Ethernet Network MEF 12.1[53]
CE-VLAN Customer Edge VLAN MEF 10.2[51]
CF Coupling Flag MEF 10.2[51]
CIR Committed Information Rate MEF 10.2[51]
CM Color Mode MEF 10.2[51]
CoS Class of Service MEF 231 [58]
DEI Drop EligibleIndicator MEF 23.1[58]
DM Delay Measurement MEF 35[65]
EBS Excess Burst Size MEF 10.2[51]
EIR Excess Information Rate MEF 10.2[51]
E-LAN An Ethernet service type that is based on a igiltt- | MEF 6.1[48]
to-Multipoint EVC.
EMS Element Management System MEF 7.2[50]
E-Line An Ethernet service type that is based on a Roint MEF 6.1[48]
Point EVC
E-LMI Ethernet Local Management Interface MEF 16 [55]
ENNI External NetworkNetwork Interface MEF 26.1[59]
EPL Ethernet Private Line MEF 6.1[48]
EP-LAN Ethernet Private LAN MEF 6.1[48]
Ethernetvirtual An association of two or more UNIs that limits the | MEF 10.2[51]
Connection exchange of Service Frames to UNIs in the Etherne
Virtual Connection
E-Tree An Ethernet service type that is based on a Reoted | MEF 6.1[48]
Multipoint EVC.
EVC Etherret Virtual Connection MEF 10.2[51]
MEF 43 © The Metro Ethernet Forum 2014. Any reproduction of this document, or any portion thereof, shall Page2
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Term Definition Source
EVPL Ethernet Virtual Private Line MEF 6.1[48]
EVP-LAN Ethernet Virtual Private LAN MEF 6.1[48]
FM Fault Management MEF 30.1[61]
L2CP Layer 2 Control Protocol MEF 10.2[51]
LM Loss Measurement MEF 35[65]
Maintenance A Maintenanceassociation End Point is equivalent to| IEEE Std

association End
Point

MEG End Point

802.1JM-2011[1]

Maintenance Entity
GroupEnd Point

An actively managed SOAM entity associated with &
specific service instance that can generate and rece
SOAM PDUs and track any responses. It is an end
point of a single MEG, and is @&md pointof a separatg
Maintenance Entity for each of the other MER$he
same MEG.

This term isequivalent tdViaintenanceassociation End
Pointin IEEE.

ITU-T Y.1731[43]

Maintenance Entity

A point-to-point relationship betweetwo MEPs within
a singleMEG.

This term is equivalent to a Maintenance Entity, or N
as defined byEEE Std802.1Q2011.

IEEE Std802.1Q
2011[1], ITU-T
Y.1731 [43]

Maintenance Entity
Group

A set of MEs that exist in the same administrative
boundary, with the same MEG Level and MEG ID.
This term isequivalent taVlaintenance Association

(MA) in IEEE.

ITU-T Y.1731[43]

Maintenance Entity
Group ldentifier

An identifier for a MEG, unique over the domain that
SOAM is to protect against the accidental
concatenation of service instances.

This term isequivalen to Maintenance Association
Identifier (MAID) in IEEE.

ITU-T Y.1731[43]

Maintenance Entity
Group Level

Maintenance Entity Group Level. A small integer in §
field in a SOAM PDU that is used, along with the VII
in the VLAN tag, to identify to which Maintenance
Association among those associated with the SOAM
frameds VID, and thus t
belorgs. The MEG Level determines the MPs a) that
are interested in the contents of a SOAM PDU, and
through which the frame carrying that SOAM PDU is
al-lowed to pass.
This term is equivalent to MD Level, which is used i
[IEEE Std802.1Q2011].

ITU-T Y.1731[43]

ME

Maintenance Entity

ITU-T Y.1731[43]
|EEE Std802.1Q
2011[1]

MEF 43
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Term

Definition

Source

MEG

Maintenance Entity Group

ITU-T Y.1731[43]

MEG End Point

Maintenance Entity Grouand Point

ITU-T Y.1731[43]
or MEF 17[56]

MEG ID Maintenance Entity Group Identifier ITU-T Y.1731[43]

MEG Level Maintenanceentity Group Level ITU-T Y.1731[43]

MEP Maintenance association End Poioitequivalently IEEE Std802.1Q
MEG End Point 2011[1]

MIP Maintenance domain Intermediate PolEE Std IEEE Std802.1Q
802.1Q2011), or equivalently a MEG Intermediate | 2011[1], ITU-T
Point (ITU-T Y.1731 or MEF 1Y. Y.1731[43], MEF

17[56]

MTU Maximum Transmission Unit MEF 10.2[51]

NE Network Element MEF 4 [47]

NETCONF NETwork CONFiguration protocol RFC 624141]

NETwork Network management protocol for managing device| RFC 6241[41]

CONFiguration configuration

protocol

Network Interface
Device

Network device that the Subscriber connects directly

This document

NID Network Interface Device This document

OAM Operations, Administration, and Maintenance MEF 17[56]

0SS Operations Support System MEF 72 [50]

ovC Operator Virtual Connection MEF 26.1[59]

PCP Priority Code Point IEEE Std802.1Q
[1]

Performance Performance Monitoring involves the collection of dg ITU-T M.3400

Monitoring concerning the performance of the network. [45]

PM Performance Monitoring ITU-T M.3400
[45]

Remote Processin(
Entity

The entity that receives and processes messages fr
the SP over the RMI Connection, and transmits
responsedt can also generate autonomous message
There is ane to one relationship between the RMI &
anRPE.One RPE can be associated with one AP U]
or a set of UNIs.

This document

RMI

Remote Management Interface

This document

RMI Connection

Logical mnnectionthatsupportamessages between th
SP and theppropriate RPE in the AP's network
responsible for vNID functionality for a given set of

UNIs.

This document

MEF 43
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Term Definition Source
RMI Protocol Protocol that is used on a given RMI Connectigsing | This document
an associated data model that supports the vNID
Service Examples include [SMP v2c and NETCONF.
RMI Protocol An individual message sent via the RMI Protocol on| This document
Message RMI Connection
RPE Remote Processing Entity This document

Service Provider

The organization providing Ethernet service(s) to the
Subscriber

MEF 10.2[51]

Service Provider
Processindentity

The Management Entity in the Setwork that
communicates to the RPE using the RMI Protocol

This document

SLS

Service Level Specification

MEF 10.2[51]

SOAM Service Operations, Administration, and Maintenanq MEF 17[56]
SP Service Provider MEF 10.2[51]
SPPE Service Provider Processing Entity This document
SVLAN ID S-VLAN Identifier MEF 26.1[59]

S-VLAN Identifier

The 12 bit VLAN ID field in the STag of an ENNI
Frame

MEF 26.1[59]

UDP User Datagram Protocol RFC 7684]
UNI UserNetwork Interface MEF 10.2[51]
UNI-N Network side UNI functions MEF 4 [47]
UNI Tunnel Accesy The UNI Tunnel Access (UTA) assatés a VUNI and| MEF 28[60]
remote UNI and is composed of VUNI and remote U
Components and at least one supporting OVC
UTA UNI Tunnel Access MEF 28[60]
VID VLAN Identifier IEEE Std802.1Q
[1]
Virtual UNI Virtual UNI (VUNI) is the componerdonsisting ofa Updated from
collection of service attributes in the VURIr o v i g MEF 28[60]
CEN. The VUNI is paired with a remote UN1 an
Ac c ess POEN. Themanrfudcsionof the
VUNI is to map frames between a set of one or mor
OVCs present in the VUNI Provider domain and a
singlevNID ServiceOVC (e.g.,supportingvNID
ServiceCase B)
VLAN Virtual Local Area Néwork IEEE Std802.1Q
[1]
vNID virtual Network Interface Device This document
VNID Service Shorthand fofi EAccess Service with vNID This document
Functionalityo
VUNI Virtual UNI MEF 28[60]
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Term Definition Source

VUNI End Point | AnEndPoinat t he VUNI Pr ovi (Updated from
ENNI that associates the ENNI wighVUNI; e.g.,in MEF 28[60]
support oflvNID ServiceCase B

VUNI Provider The OperatoCEN providing the VUNI MEF 28[60]

4 Key Concepts, Scope, and Objectives

Note that additionaiotivation and other background material is contained in Appendix A

4.1 Motivation and Problem Definition

Because man8ubscribes require national or even global connectivity, Service Prov{@&?s)
must be able to extend their Carrier Ethernet offerings beyond their normal fodthint
requires Service Providers to collaborate with Access Providers.(APS)

The Service Provider may just ordetAEcess servicas defined in MEF 384], or it may have
the option oforderingvNID functionality provided by the AP tpurchase aenhancd version
of E-Access service

4.1.1 E-Access Service without vNID Functionality

Figurels hows an e x a mp $Subscrivdhasra&NIrequeing®dhidestivithrough

an AP, in addition to UNI W and UNI X that the SP supports dire@&lgtraightforward

approach to offering service is for the SP to deploy a device 8ulbscribed s | oatleet i o n
left of UNI Z*, as shown inthe figure Such a device is often in addition to a local device that the
AP has deployetb therightof UNIZ.The SPO0s device provides a
Y).

VLAN- [CE]

Based SP °E

Service 3
UNIY U -
O ?3 DR e e e T SRR Service
MAIND o= im = = = = = = = — Provider

A
A

—~ R %
.0 SPnetwork % External Interface (UNI) O OVC End Point

Z
@ AP network

External Interface (ENNI)
Customer Edge |:|

Figure 1. Network Topology with SP Placing its Own NID

Note that wh a tisaiUBl fronathelpand of \ieWw ifithe Zcoess Provider. Such an arrangement
does not comply with the MEF assumptions of how Operators cotngle interest of simplicity, the UNI
terminology is abused here rather than introducing a new term
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MEF Virtual NID (vNID) Functionality for E -Access Service:

This approaclprovides the SP with a direct interface to $ubscriben si ng t he, SPOs
and the ability to test, monitor the performance imsthntiate key service attributes without
coordinating with the Alh a mannesimilar to what it offers at imetwork UNIs

However, this approadiassome constraint$irst, the SP must place avitee at the

Subscribed s | ocati on, and this may be difficult
personnel to difficulties in getting approval to place equipment in another country
(homologation)In addition, each device introduces another faifpoint and another possibility

for mis-configuration or errored performance that complicates any troubleshooting leffiotihe

SP, servicing the remote device in a timely manner can be problematic

An alternative approach is for the SPhit place a device at tifeubscribed s  WWN insteado

rely on the AP to providell requiredfunctions This is shown in Figure.2Vith this approach,

the AP is responsible for deployment of #odeedge device, and with quickly resolving issues
(usingits local workforce)However, the challenge with this approach is twairdination

between SP andRAis required for many functions (e.g., collecting data for troubleshooting), and
the response would be much slovi@rthe SRthan queryingts own device

S = LT “' Service
/ ________ . Provider
] -
[ CE |
i S b
. e

A 2
> SPnetwork Y] External Interface (UNI) O OVC End Point

Q AP network

External Interface (ENNI
Customer Edge |:| ( )

Figure 2: Network Topology with SP Relying on AP

Each of thesapproaches has strengths and weakne$kegoal of specifying vNID
functionalityis to combine the strengths of each of the above approd2beg) so requiresa
standard approach and model, which is the focus of this document.

4.1.2 E-Access Service with vNID Functionality

An example of the vNID approach is showrFigure3. In this example, th&-Access service is
an enhanced version of the MEF 33\Ecess service, which differs in ways that will be
discussed
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' a i Flooooo T Service
m IO o mm o = = = Ol = o - - - - Provider

Access

A
A\ 4

D SP network

s . 7
@ AP network

External Interface (ENNI)
Customer Edge |:|

RN

External Interface (UNI) O OVC End Point

Figure 3: Network Topology with AP Offering vNID Functionality

With the vNID approachthe APhas equipment at Subscriber premises to support UNI
functions In the AP networka set oimanageabjectssupporting the servicare identified that
the SPs allowed tanteract withandt he nat ure of the all owed
are also specifietbr each objectThe goalis for the AP to provide the SP with the kssrvice
managemerfunctionality that an S& BIID would have providedout to do sahroughvirtual

NID (vNID) functionality. This allows the SP to interact with functions quickly and naturally
based on existing element management protpaalsoutrequiring interaction witiAP
administrative processesich time the SP wants information aboettN1.? It also relieves the
SP of the burdens of deploying and maintaining a separate device

The AP has full flexibility in meeting the requirements in this documenhbat he functionality
can be implemented in one or multiple devices, and ther isquirement that new devices
must be deployed

4.2 Specifying vNID Functionality: Fundamentals

In order tospecify VNID functionalityit must beestablishedvhatobjects and functions th&P
allows the SP tonanagen the AP networkThis document specés this delineatiarin
addition, this document specifies tRemote Management Interface (RMIpnnection and the
RMI Protocok whichthe SPcanuse to communicate with t#eP aboutsuch objects

As will be discusseth Section6, two differentvNID Servicecased Basic and Advancedwill
be addressei this version of this documerdnd thee are differences in thepecific models
However, theyhave the followinggcommon characteristics

1 All models pecify what objects the SP can interact with in the AP netvor&ddition,
the SP can have different types of interactions, depending on the Slgewt AP objects
will emit alarms that are sent to the §on the ocurrence of a faulOthers can be read
by the SP when desirgtbr example, performance counte@herobjecs may allow the
SP to modifytheir attributes, such as whetleeEOAM MEPis active or not.

2 Note that during maintenance intervals, there can be periods during wigiddMI Connection or RPEight be
inactive During such periodshe AP would not respond to SP requests.
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MEF Virtual NID (vNID) Functionality for E -Access Service:

1 All models lave arRMI Connectiorthroughwhich theSP communicates with Remote
Processindentity (RPE)inthe ARG s n e Romagyivek set of UN|ghe RMI
Connection supports tHRMI Protocof between the SP arnle RPE responsible for the
VNID functionality. This connections assumed to beistinct and differenfrom any
manageent channel that the AP ugesmanag its network elementse.the
expectation is that the AP will not allow the SP to have general access to its management
network, and the RPE will terminate the RMI Protocol ewodild not allow packets from
the SP to be routed beyond the RPEe AP has freedom in locating the RPE
implementation; it could be implementgda device located at the UNI, in Bfement
Management SystenEMS) of the AP, or at other locations

The figure below illustrates how an $Bes &ervice Provider Processing Enti§RPE to

communicate via the RMTonnectiorto an RPEegardingag s peci fi c UNI .in the
This ensures thatoth the SP and AP have a common understanding of the olbjattse¢ being

managed

SP-relevantFunctions

wMID g RMI Connection
Managed 7 AN
Ohjects '

o — I

’ o 'nl |
UNI ‘EE 8¢ e/ ENNI
& Access Provider /
A % o

-~
i Service mede:E_

Figure 4: Overview of Communication between SP and AP vi&MI Connection

The details of the implementation of the RMI connection shoviigare4 are beyond the scope
of this documen

4.3 Scope
This section presents the assumptions made and the implications goopleef this document

1 Thisdocumendefines requirements for t#d?'svNID functions It does not define
implementation methods to meet these requirem&hts.document does not define
requirements on the S®cept as implied by what is required at the ENNI

1 With vNID Service the AP provides gointto-point service Just asvith MEF 33[64],
the SP can usbeVvNID Serviceas a component of non poitg-point Subscriber
servicesnonMEF defined service®r even norEthernetservices

A RMI Protocol o is the term that 2ceNEEOONF)chesanga i cal ly t o
communicate with specific RPEs.
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9 Effort has been taken to align with the MEF 33 Access EPL and Access EVPL
requirements where possible and prudent, but where changes were deemed to be needed,
the differences are noted in this document.

1 This document addresses the scenario wihere is a single AP and a single SP.

- It may be shown that is possible to expand beyond the t@peratorcase. However,
defining an ENNHENNI intermediate service seems to be needed, and doing so is far
outside the scope of this document. Future phases may address this case.

- For this phase, we call the tv@peratorgiService ProvidgrandiAccess Providex
to align with MEF 33

1 The UNIin the AP networks dedicated to serviceghich areoffered bytheone SPThis
implies that the AP cannot offer any EVCs associating thedirdttly withanother UNI
supported by tht sameAP without connecting to the SP

1 EachAP OVC between the ENNI and the UNupports a singl€lass of ServiceGoS
Name

1 Thereis some discussion about the levels and placement of SOAM MEPs andMi®s
document draws upddOAM FM, PM, and MEF Architdare work (in MEF301,
MEF35, and MEF12.1anddoesnot duplicateprevious workput introduce some new
requirements

9 vNID functionalityrequires protocespecific data modg) in order to implement the
vNID managed objects specified in the Management Information MAdeSNMP
VNID MIB Module is beingdefinedin a separate documet NETCONF YANG Moct|
may be specified in the future

1 Section 7.3 of therotocotindependenCarrier Etherneanagement Information Model
(MEF 7.2[50]) provides guidance ahe set of vNID managed objeadfthe SP and AP

A number of items are part of a VNID Service, but are not specified in detail in this document:
1 This documentioesnot address UNI or ENNI protection schemes.

1 Values for Service Level SpecificatioBL(S) objectivesarenot addressed in this
document.

Objectives: This documentefines the following

1 Functiorality that the SP can view or manageheAPd s n e Thiwie acéomplished
via communication between the SP @&flvia theRMI Protocol Types of
communicatiorincludeinformation that the SP

- can receive from thAP, such as alarmasnd notifications
- canread in the APs network, such as performance infammat

- can write in the APG6s netBEs, donfigsingc h as ¢
MEPs etc
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1 TheRMI Connection(with a focus on behavior at the ENNIk includes items such as:
- The specific RMIProtocolused (e.g., SNMP, NETCONF)

- Relationshipbetween an RPE and the number of UNIs it is associated Miéh
relationship can be 1:1, or alternatively one RPE may be associated with multiple
UNIs.* Each RPE has its own IP address.

- Security consideratiorfer the RMIProtocol and Connection
1 Administrative functions available to the SP, suclalasm configuration

In order to specify whatibjects in theAP network can be managettwedby the SP via the

RMI Protocol] it is important to understand what interactions are assumed to take place via the
Sewice Order or arelimited by the AP'Service Definition This document does not specify
requirements for those processes but does discuss what is assumed.féhibprovidesthe
context in which the RMProtocolis assumed to operate

Non-Objectives As stated earlierhts work does not define requirements for a single device in

which allvNID functions need to be performdelinctions could be implemented in one or

multiple devicesThereforethe interface betweenthddP6 s devi ce aerestofiteke UNI a
AP6s network.is not defined

In addition, this document does not address the scenario where the SP places its own NID at the
Subscribetocation, ancconnectdo theAP6 s n e $uchaisdenario does not involve vNID
functions

5 Compliance Levels

The keywords"MUST", "MUST NOT", "REQUIRED", "SHALL ", "SHALL NOT ",
"SHOULD", "SHOULD NOT", "RECOMMENDED ", "MAY ", and 'OPTIONAL " in this
document are to be interpreted as described in RFC[211All key words must be in upper
case, bold text.

Items that arREQUIRED (contain the wordMUST or MUST NOT) are labeled adgRx] for
required. ltemshatareRECOMMENDED (contain the wordSHOULD or SHOULD NOT)
arelabeled agDx] for desirable. Items that a@PTIONAL (contain the wordMAY or
OPTIONAL ) are labeled ag©x] for optional

A paragraph preceded p@Ra]< specifies aonditional mandatorgequirement thatlUST be

followed if the condition(s) following he fA <0 have beg@RLxPIB]O For exa
indicates that Condition&llandatoryRequirement 1 must be followedDiesirableRequirement

38 has been met. A paragraph precedefCBb]< specifies aonditional Desirable

Requirement tha8HOULD befolo wed i f t he condi thavebedns¢t. Af ol | ow

* As an example of 1:1, a NID with a single UNI could have its own RPE. Examples of many:1 include: a NID with
multiple UNIs that has a single RPE (assuming all UNIs are managed by the same SP)idmofE centralized

RPE for each SP, or an AP with multiple RPEs for each SP (for scale/ redundancy).

® The Service Order is the method by which one carrier specifies the specific parameters and attributes associated
with the service it orders from anethcarrier.
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paragraph preceded P9Oc]< specifies arConditionalOptional Requirement thAY be
followed ifthecondi i on(s) foll owing the A<0 have been n

5.1 Numerical Prefix Conventions

This document usdke prefix notation to indicate multiplier values as showhahle2.
Table 2: Numerical Prefix Conventions

Decimal Binary
Symbol| Value | Symbol| Value
k 10° Ki 210
M 10° Mi 2%0
G 10° Gi 2%
T 10% Ti 2%
P 10" Pi 2>0
E 10'® Ei 2%
z 107 Zi 270
Y 107 Yi 280

6 Service Models

In order to leverage appropriate models and requirements in existing MEF work, it is necessary
to specifythe services offereldy the SP and Aih several keyscenariosand discuss each in
turn. This will allow a separate specification of the requirements relevant teseechrio

In contrast to the scenario where the Service Provider aiéevice diredy to SubscribetJNIs
without an AR thevNID approaclrequires the SB additionallyconsider the service that the
AP provides to the Service Provider

Table3 summarizes the service types defined in MEEE These are services that are offered to
Subscribes. In this document we considscenariosvhere the SP may offer any of thie E-
Line, E-LAN and ETreeservices shown

Table 3: Ethernet Service Types, from MEF6.1

Service Tvpe Port-Based VLAN -Based
yp (All-to-One Bundling) (Service Multiplexed)
E-Line Ethernet Private Line Ethernet Virtual Private Line
(Pointto-Point EVC) (EPL) (EVPL)

E-LAN EthernetPrivate LAN Ethernet Virtual Private LAN
(multipointto-multipoint EVC) (EP-LAN) (EVP-LAN)

E-Tree Ethernet Private Tree Ethernet Virtual Private Tree
(rooted multipoint EVC) (EP-Tree) (EVP-Tree)
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MEF 33 defines twoAccessservices that an AP can offer the SP as showiaile4. Note that
only services based on poitttpoint OVCs are supported, and others are not applicabtlee
same way, the vNID Services only address pturgoint OVCs.

Table 4: E-AccessService Types Definedn MEF 33

OVC Type Port-Based VLAN -Based
AccessEthernet AccessEthernet
Point-to-point Private Line Virtual Private Line
(Access EPL (Access EVPIL.
Multipoint -to-multipoint NA NA
Rooted Multipoint NA NA

In thisversion of thisdocument, we descrilie/o levels ofvNID Servicefunctionality that the

AP can offer to the SP, to enable the SP to have access to specific subsets of information and (in
some selected areas) configuration conidolte that in all of these, the UNI in the AP is

dedicated t@mne and only one SP

1 VNID Sewvicei Ba s i ¢ Oase &6 Thé AP provides a single OVC with vNID
functionality for all traffic across the UNI. In particular, the AP doesneed to
configure attribute behavior as bei@&-VLAN specific. Case B allows the SP to offer
Portbased EVGervice§EPL, ERLAN, EP-Tree)across an AP. It requires functionality
outside the AP for the SP to offer VLAbAsed EVC service$hisvNID Service is an
enhancemerdf Access EPL.

1 VNID Servicei AdvancedCase( fi C AG:)elhe AP provides one or more O¥@With
VNID functionality for the traffic across the UNThe SP will be able to map at least one
CEEVLAN I D to each OVC. Depending on the APEC
able to map to an OVC: multiple @A_AN IDs, or (if there is only one OVC) bCE-
VLAN IDs to an OVC.Case Aallows the SP toffer VLAN-basedEVC service (EVPL,
EVP-LAN, or EVP-Tree). Notealsothat if the AP allows the SP to specify that all-CE
VLANSs map to a single OVQhe SPcouldorderasingleOVC to a UNlandset values
for the UNI tooffer Portbased service to the SubscridarCase A, the AP is providing
a service that can be configured by the SP to function esleancemenif Access EPL
service or arenhancemertdf Access EVPL. DifferencesfroMEF 33 6s Access E
ard Access EVPL are listed in this document

The Basic and AdvancadNID Servicecases arériefly discussed in the following stgections
Detailed requirements apeovidedin latersectiors.

[R1] The AP MUST offer at least onease(BasicCaseor AdvancedCase as a part oits
vNID offering.

Any UNI that is supported by vNID functionality will be associated with one ofi®
Servicecases. This is determined via tBervice OrdeprocessThe SP will be able to read the
value the AP assigns to a UNUthwill not be able to change it via the RMI Protocol.
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[R2] The AP MUST be able taeport via the RMIProtoco) thecase the AP has associated
with a UNI that is supported by vNID functionality.

ThevNID Servicecases identified by a Case attribute, showalow.
Table 5: vNID ServiceCase ID Attribute

vNID Service Case ID
Basic Case 1
Advanced Case 2

6.1 Common Aspects

For each/NID Service case listed previoudlyere is arRMI Connectiorbetween the SP and
AP that supports one ormore UNIsn  t h e A POetsils of thé RWd Coknection (such as
the ID) will be discussed in Secti@n2.3 In all cases,lte RMIConnectioris identified at the
ENNI via a unique S/LAN ID value.

Parameters of interest to tID Servicefall into the following groups
1 UNI Service Attributes,

OVC per UNI Service Attributés

OVC Service Attributes,

OVC End Poinper ENNI attributes, and

ENNI Service Attributes

The AP and SP must agree through negotiation and/or the order entry process to many of the
parameters that are configur&erviceOrder and negotiation involves the configuratiorsome
parameters like OV®@andwidth Profiles (BWP)r Class of ServiceQoS identifiers and these
must be coordinated among the toferators The AP is responsible fenanaginghese
parameterandi althoughthe SP may be able to read thiemme SP cannatet their valuesia

the RMI Protocal

Other parameters within the list of service attribut@sbe setby the SP using theMI Protocol
Depending on the caséid caninvolve parameters like OVC End PoMiapat the UN] SOAM
configurationof EVC MEPs, and the CE/LAN ID for untagged and priority taggegiervice
Frames at the UNII

= =2 =2 =

6.2 VNID Service 1 Basic Case (Case B)

In vNID ServiceCase B thé\P sellsthe SP an enhancement of Access EPL sertinae isbased
onVvNID functionality combinedwith a singleOVC, where the OV(as the property thail
CE-VLAN IDs aremapped tat at the UNI In this case, the SP can provide eitherbadel

® Since an OVC can only associate one OVC End Point that is at a UNI (see MEF 26.1), these service attributes can

be equivalently viewed as OVC End Point per UNI service attributes.

"Note that the BWP settingnss onfafye rneodt beyx atchtel yA Pdast cshe rtvhiec e
the CoS markings could have different meanings in the SP and AP networks.
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service or VLANbased servictd the Subscribeif it is VLAN -based, it is assumed that VUNI
functionality (see MEF &) would be present in the SP network.

Figure5 showsthe singleOVC thatis providedby theAP in Case B

ove
End Point

AllCE VLAN IDs
map to the OV C

L A N ETT ) FEESENEN R AN R A mE

L7 Access Provider — —

L 7 ENNI

Figure 5. Configuration for vNID Service Case B

In this case, only one OVIS configured by the APThere aressomeparameters that are agreed
upon by the two parties through negotiation and/or the order entry process. There are also
parameters that aspecifiedby the SP via the RMProtocol.

Case B supports only one OVC per UNI, and therefore only a singleASI ID at the ENNIis
used per UNI for Subscriber traffic.

6.3 VNID Service i Advanced Case (Case A)

In vNID ServicecaseA the SP buys from the ARNID functionality combined wh one or more
OVCs. One OVC magupportmore tharoneEVC (at leasif mapping more than one €E
VLAN ID to an OVC is supported

Figure6 shows an example of Case A with three OM@ate that multiple OVCs per UNI can
be configuredetween the UNI andne or mordENNIsto the same SP

One ormeore CE-
VLAN IDs mapto
each OVC

End Points

Access Provider )
/ " ENNI

Figure 6: Example Configuration for vNID Service Case A with Three OVCs
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7 Virtual NID (vNID) Functionality: Requirements Common to all
Cases

7.1 Overview of Requirements

As discussed previously there & differentvNID Servicecasedefined in this document

This section presenti¢ requirements that are common achagh use cased herequirements

are focused on four areasquirements for the data plane, requirements for OAM, requirements
for the RM| andAdministrative requirement3hese requirements addeeall the service

attributes and parameters from MEF &MEF 10.2,MEF 26.1and MEF 33 that will be
accessibleo the SP via the RMProtocol

The requirements focus on the functions that the AP proindagoport of vNID ServiceThey
includeaspectsuch aghe UNI, the frame format at the ENNI, the placement of MEPs and
specifics othe RMIProtocad.

ASupport o, Vvs. infiegurdmentst\Whensauepyiremerit iacludes a phrase like

At he AP MUST be abl e t o dthgAP oustolfer that capapildytoi | i t y
the SP as an option. However, in specific case(s) where the SP has not chosen that option, the

AP would not support the functionality.

When the AP mugthould/maysupportsomethingit means thaa service instance
must/should/mayave that specified thing

7.1.1 Roles and Responsibilities

The roles and responsibilities of the AP and SP are included in thgestibn The AP has
specific roles and responsibilities, the SP has specific roles and responsibilidi¢lsee are
things that are jointly agreed upon by the two parties.

The AP must define the specifics of their vNID offerilige AP is responsible for providing
VNID functionality, connecting the service to tBabscribervia a UNI ando the SP via an

ENNI. The AP is then responsible for monitoring the device or devices that provide vNID
functionality and for acting upon any problem reports generated by theh8RP will have the
ability to read the value of all attributes, including those that are couttmji¢he SPIn other
words, thevNID Servicedoes not have any requirements that forbid thdréi readng values

of attributes that the SP setdhis specification assumése business relationship between the
AP and SRanbereliedupon to ensure thdhe AP does not use this information to damage or
compete unfairly with the SP.

The SP is responsible for reviewing the APOGs
requirementsThe SP then coordinates some variables with the AP during teeraygrocess
This process may be different for different APs and is outside the scope of this document

7.1.2 SP Access to AP Objects

[R3] The APMUST allow the SP access to all objestsecifiedasreadabled R or
read/writeabled R/ )Wo
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It is expected that the AP willotal | ow access to objects that ar e
indicate an error if the SP attempts to access such objects.

[D1] The APSHOULDpr ohi bit access by the SP to al/l
6 R/.Wb

However it s not forbidden foran APto go beyond this specification and provide access to
additional objects

7.1.3 Structure of Requirement Tables

The Requirementdbles that follow hava structuredescribed hereafter

Thefirst column identifies the attributer funcion referenced in the rowrhesecondcolumn
usually containg requirement related to the attribotefunction, but sometimes contains a
definition or other pertinent informatioNot all rows specify requirement&n example is
shown below.

Table 6: The RMI, SO, and M-D Table Columns

Attribute or Requirement RMI SO M-D

Function

Attribute 1 Requiremenbr description of Attributedoes | R, R/W, | Yes opt, | Yes or
here or blank | orblank [ blank

Attribute 2 Requirement Tegarding Attribute 2 R, R/W, | Yes opt, | Yesor
Requirement 2egarding Attribute 2 or blank | orblank | blank

A requirement might not apply to a variable that can be assigned a value, in which case the last
three columns will be blank. Howeverhen a requirement in a row applies to a variable that can
take on values, the last three colurspscifywhether more than one value can be set, and if so,
the roles of the Service Order and the RMI Protddote that multiple requirements may apply

to a variable, but the rightmost three columns apply to the variable, not to individual
requirementsThese three headings are:

1 Single ValueMandated by this Document @i): This fieldiseitheb y e s 8 .or bl ank
When only one value is allowedhis column entry igyes andthe AP will set that
value.

1 Service Order (SO hi s f i el d, optHoptwnal),dridank. 6y e s 6
A 06 y ehss éolummindicatethatthe valugle.g., SVLAN ID to use on an ENNI)s
negotiatedwhen the service is set uadthe valuds not (re)writable via the RMI
Protocol.
@ptdin the column indicates thatvalue can beommunicated oset via the order
process if desired.
This field is blank whetthe SO is not appropriate; foxample wherM-D is yes
(becausehere is no value to choose) or when a value refers to operational state.

T RM: This field is either 60RO, 6 R/ W6, or bl an
This column indicates whether the SP can access the variable via the RMI Protocol, and
if so, whethethe SPHis limited to only reading the value or if it can atsi(write) it to
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another valuewWhen the value is R/MWe do not prohibit setting an initial value via the

SO, S0

R/ W has

an associ

ated

SO value

These definitions imply the followingelationshipsamong the three columns

T

If M-D is ¢yesh

- SO will be blank because there is no need to specify adagd value on a Service

Order. There is no option

to select.

- RMI will be eitherdRdor blank. The SP may be able to read the value via the RMI
just to verify the value, but cannot changeThus,R/W is not an option.

If M-D is blank, thenine possibleombination®f SO and RMEare summarized ifmable7, and
discussed below.

Table 7: Relationship of RMI and SO in Requirement Tables

RMI

blank

R

R/W

Service Order

Yes

A static value agreed to by the
SP and AP is specified on the
SO, but théSPcannotcheck
valuevia the RMI

A static value agreed to by the
SP and AP is specified on the
SO, and the SPancheck value
via the RMI

NA

Because there is one static val
it cannot be configured to a
different value by the SP

Opt

If AP unilaterallyspecifies a
static value (e.qg., its UNI ID), it
may optionallycommunicate

this via the SO if it wishes to.

If AP unilaterallyspecifies a
static value, imay optionally
communicate this via the SO ff
desired, and the SP can check
via the RMI

The SP can specify the value \
the RML Optionallyan initial
value can be set via the SO

blank

There is no variable related to
the requirement

The variable is not eonfigured
entity (e.g., counter valugd)ut
the SP can read the value via {

RMI

NA

When a value can be configure
specification via the SO is neve
precluded.

1 WhenSO isdyeq the SP and AP agree to a fixed value for the variable

- RMlwillbeei t her

was orderedA value of6 R/ W06 i

agreedupon value.

bl 0RO

\'

ank or

S not

. A
al i

val ue of

d because

of

0RO
t he

1 Elsef S O |itamaydbe gptiodal for different reasons.

- The AP may unilarally specify a static value that does not require consultation with
the SP (e.g., the AP UNI ID). It may optionally communicate this value to the SP via
the SO. If RMI is blank, the SP cannot verify the value via the RMI Protocol, but if
RMI i s Se &ad verify theealue.
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- When the SRnd AP agree that the $Bn change (write) the value via the RMI
Protocol, it is nohecessaryo also specify the value on the Service Order; but an
initial value could bespecified

When SO is O0o0pt 0, toimplermentiaBentica@rdet emtey fooagpt i o0 n
attribute, but whether it decidesdonotis out of scope of thidocument

1 EI SO i s bl R MI be bl
- When there is no variable related to the requaetnthen RMI is blank.

Virtual NID (vNID) Functionality for E -Access Service:

se if ank, can ank or 6

- A variable might not be a configured entity (e.g. measurement courtarMI

val ue of 0 R 0 read kuchocousiters. he SP t o

- The combination of R MI as OR/ W6 and SO as
value can be configured (implied by O0R/ WG
precluded.

The above points imply that tiMI entrycan bedRéregardless of the value of-M and . It
can beR/Woéonly if M-Disdlankband SO.i s o6opt o

A summay of the combinations is below. The values in the red box below were covered in more

detail inTable?.

Table 8: Combinations of RMI, SO, and M-D

RMI SO M-D Characteristics
blank blank Yes |Single mandated value that cannot be tea&P
R blank Yes |Single mandated value that can be rea&P
R/W blank Yes |Not valid
All values| Yesor Opt| Yes |Not valid
blank Yes blank |Value specified in SO, cannot be rdadSP
R Yes blank |Value specified in SO, can be rdaygl SP
R/W Yes blank [Not valid
blank Opt blank |Value may be specified in SO, cannot be ea&P
R Opt blank |Value may bespecifiedin SO, can be reday SP
R/W Opt blank |Value may be specified in SO and can be written by S
blank blank blank [No value, or value interné AP that SP has no access
R blank blank |Value not specified but can be read, eaunters, status
RIW | blank | blank |Not valid

Finally, note that the AP is not restricted from reading any of the var@ablesa | u e s ,
mentioned earlier

Most attributes will be instantiated by the AP, but some will be created/deleted by the SP.

Specific object requirements will be covered in other documents

MEF 43
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7.2 Common Requirements

The common requirements are requirements that are shavdtyserviceCases AandB.
These requirements must be met by an AP vNID offering that sugitbresof thetwo cases

7.2.1 Data Plane Requirements

The common data plane requirements are detailed below and address UNI, OVC [g@¥ONI,
OVC End Pointper ENNI and ENNIrequirements.

Requirements related to the flow of data on the RMI Connection within the AP kedreor
discussed separately in Sectib@.3.1

The requirements in this sectiare consistent witMEF 33, with exceptions noted.

7.2.1.1 Common UNIServiceRequirements

In the table below hefollowing newattributesare definedin addition to the usual UNI
attributes

1 TheAP UNI Identifier is controlled by the AP. It is the identifier communicated
between the AP and SP

1 TheSP UNI Identifier is controlled by the SRt can be equal tthe UNI Identifier seen
by the Subscribeasis defined in MEF 10.2.

1 UNI MTU nax is the maximum MTU that the AP is able to support on the. UNik
value isagreed to by the SP and APong the options offered by the AP

Table 9: Common UNI Service Requirements

UNI Service Requirementon Service Attribute Parameters and RMI | SO | M-D
Attribute Values

AP UNI [R4]  The APMUST allow the SP to readiathe |R | OPt
Identifier

RMI Protocol,the value the AP hassigned
to the AP UNIlIdentifier.

[R5] The AP UNI Identifierfield MUST be a non
null RFC 2579 DisplayStringot contaimg
the character8x00through Ox1F.

[R6] The AP UNI Identifierfield MUST contain
no more thad5 characters

SP U.l\.“ [R7] The APMUST allow the SP to set values fo R/W | Opt
Identifier the SP UNI Identifier via the RMProtocol

[R8] The SP UNI Identifiefield MUST be a non
null RFC 2579 DisplayStrindut not contain
the character@x00through Ox1F

[R9] The SP UNI Identifiefield MUST contain no
more tham5 characters
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UNI Service Requirementon Service Attribute Parameters and RMI | SO | M-D
Attribute Values
Physical [R10]  The APMUST allow the SP to read, via the| R yes
Medium RMI Protocol, the value of the PHWhich
wasspecified via th&ervice Order
[R11] The PHYMUST beone of the PHY's listed ir
|IEEE Std802.3M-2012[2] (excluding
1000BASEPX-D and 1000BASHEX-U).
Note thatEEE Std802.32012 includes 40 Gb/s and
100Gb/s.
Speed No additional constraints from definition in ME¥6.1 R yes
[59]; seeSection 7.4
[R12] The APMUST allow the SP to read, via the
RMI Protocol,the spee@nd duplexnodeof
the UNI.
[R13] When AuteNegotiation is "off" and the UNI R/W | Opt
PHY is capable of more than one spebd
AP MUST allow the SP to specifgmong the
supported speeds theinterfaceand the
duplex mode
Auto-Negotiation| (R14]  The APMUST support theability for the SP | R/W | Ot
tosetAuteNegoti ati on ,to
except when the setting Aluto-Negotiation
is mandated to comply witltEE Std802.3
If the PHYis 1000 BaseT(X) and 1000 Mbitk & valid
speedthe IEEE Std802.3 requiref\uto-Negotiationto
be6 0.n 6
Auto-negotiated | iR15]  When AutoNe got i at foocopper s | R
Speed interfacesthe APMUST support Aute
Negotiation speeds of 10/100.
[D2] When AuteNegoti ati on i s
interfaces,ie APSHOULD support Aute
Negotiation speeds d0/100/1000
[R16] When AuteNegoti ati on i s
interfaces, the ARMUST support Aute
Negotiation speed at the (single) optical rat
Mode No additional constraints from definition in MEF 10.2 | R yes
[51], where mode is always full dupleMdote thatthis
applies as well for PHY ragef 40 Gb/s or 100 Gb/s.
MEF 43 © The Metro Ethernet Forum 2014. Any reproduction of this document, or any portion thereof, shall Page21

contain the following statement: "Reproduced with permission of the Metro Ethernet Forum." No user of

this document is authorized to modify any of the information contained herein.




MEF Virtual NID (vNID) Functionality for E -Access Service:

UNI Service Requirementon Service Attribute Parameters and RMI | SO | M-D
Attribute Values
MAC Layer No additional constraints frohefinition in MEF 10.2 R yes
[51].
UNIMTUmax | [R17]  The UNIMTUmaxMUST beO1522 bytes. | R | ¥es
[D3] The APSHOULD be able tsupport UNI
MTU max Valuesgreater than 1522, including
1600 anc200Q
See MEF 22.%or an example of need for 1600 bytes.
MEF 20 R73 includes a desirable requirement for 20(
bytes. Other frame sizes may be useful, such as 960(
support applications desiring jumbo frames.
UNIMTU Size | |r18]  The APMUST allow the SP to set viathe | R/W | Opt
RMI any UNI MTU Sizesupported by the AR
that is &5 UNI MTU
[R19] The APMUST includeUNI MTU paxin the
values it offers to the SP
Ingress [R20]  The APMUST NOT speci R yes
: pecify an Ingress
Bandwidth Bandwidth Profile Per UNI
Profile Per UNI
[R21] The APMUST allow the SP twerify via the
RMI Protocol that amngress BWP is not
specifiedon a UNI supporting vNID Service.
Egress [R22]  The APMUST NOT specify an Egress R yes
Bandwidth Bandwidth Profile Per UNI
Profile Per UNI
[R23] The APMUST allow the SP twerify via the
RMI Protocol that an §ress BWP is not
specifiedon a UNI supporting vNID Service.
Layer 2 Control | L2CP considerations other than Link OAM are for
Protocol further study.
Processing
The following differences in this table from MER are noted:
1 SP UNIlldentifieris new.
1 40 Gb/s and 100 Gb/s speeds are included.
1 Auto Negotiation and\uto Negotiated Speagquirements havieeen added.
®Notethat UNIMTU Sizeby def i ni tUNMiUmust be O
° Bandwidthprofile is specified per OVC, not per UNI.
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1 UNI MTU naxrequirementsre new
Like MEF 33, ELMI requirements are not addressed in this versiathis document.

7.2.1.2 Common OVC per UNKerviceRequirements

The common OVC per UNI requirements are defined beBiace an OVC can only associate
one OVC End Point that is at a UNI (see MEF 26.1), these service attributes can be equivalently
viewed as OVEnd Point per UNI service attributes.

Table 10 Common OVC per UNI ServiceRequirements

OVC per UNI Requirement/ Possible Values RMI | SO | M-D
Service Attributes

UNI OVC Identifier | No additional constraints from definition MEF 26.1 | R Opt
[59]. The UNI OVC Identifier is set by the AP.

Class of Service [R24]  The CoS Identifier for Service Frames | R yes

Identifier for Service MUST bethe OVC End Point to which thg
Frames Service Frame is mapped.

Class of Service The AP assigns a single CoSria, agreed to by the | R yes
Name for Service | SP and AP. This is single becatisere is one CoS Il
frames based on the OVC End Paint

Class of Service [D4] The APSHOULD be able tsupportat | R yes
Label for Service least one CoS Label, as specified in MEF
frames 23.1 [57].

Via the Service Orderhe SPwill specifythe CoS
Label tobe assigned to the OVC, from among the (
Labels) supported byhe AP,

Ingress Bandwidth | po5)  The APMUST allow the SP toread the | R~ | ¥eS

Profile Per OVCENd values of <CIR, CBS, EIR, EBS, CM, CF
Pointat the UNI associated with the OVC End Point at the
UNIL.
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OVC per UNI Requirement/ Possible Values RMI | SO | M-D
Service Attributes
Ingress Bandwidth | ipog1  The APMUST be able tasupport CIR R yes
Profile Per OVCEnd valued®in at least the following
Pointat the UNIi increments:
CIR 17 10 Mb/s, incremets of 1 Mb/s

107 100 Mb/s, increments of 10 Mb/s

1007 1000 Mb/s, increments of 100 Mb/s

17 10 Gb/s, increments of 1 Gb/s

10-100Gb/s incremets of 10 Gb/s

[O1] The AP MAY support other values of CIR

Ingress Bandwidth | p57]  The APMUST allow EIR=0,EBS =0, |R |Yes
Profile Per OVCGEnd CF=0CM= fAcolor blin
Pointat the UNIi ’
EIR, EBS, CF, CM [02] The AP MAY support other values of EIR

EBS, CF, andCM.
Ingress Bandwidth | As specified in MEF 10.§51], when CIR > 0CBS R yes
Profile Per OVCENd | MUST be greater than or equal to tlegest
Pointat the UNI- Maximum Transmission Unit size among all of the
CBS EVCs that the Bandwidth Profile applies to.
Ingress Bandwidth | g attribute is not used. The SP can verify thes
Proﬂ!e Per C"?‘_SS of | the read capability that a single CoS Name or CoS
Service Identifier at | | ope| is assigned to the OVC. (See requirements
a UNI abovefor CoS Name and CoS Labgel
Egress Bandwidth | ipog1  The APMUST NOT specify an Egress | R yes
Profile Per OVCENd Bandwidth Profile Per OVC End Point at
Pointat a UNI UNI.

[R29] The APMUST allow the SP twerify via

the RMI Protocol that andgtess BWRper
OVC End Point at a UNk not specifiedn

aUNI supporting VNID Service.

1 MEF Bandwidth Profile traffic parameters such as CIR count only Service Frame bits, not interframe gap or

preamble bits.

Setting the value of the CIR parameter for each OVC End Point such that the sum of the values is greater than 76%

of the physical lagr speed of the External Interface where the OVC End Points are located can have negative
consequences. See Appendix A of MEF 33
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OVC per UNI Requirement/ Possible Values RMI | SO | M-D
Service Attributes

Egress Bandwidth | ip3g]  The APMUST NOT specify an Egress | R yes
Profile Per Class of Bandwidth Profile Per Class of Service

Service Identifier at Identifier at a UNI

a UNI '

[R31] The APMUST allow the SP twerify via
the RMI Protocol that andtess BWRper
CoS Identifier at a UNis not specifiedn
aUNI supporting VNID Service.

The following differences in this table from MEF 33 are noted:

1 The single CoS ID requirement in MEF 33 is expressed asdguorements here; one on
the CoS ID and one on the CoS Name

1 CoS Label support has been added as an option.
1 The CBS requirement of MEF 33 is relaxatt aligns with MEF 26.1.

7.2.1.3 Common OVCServiceRequirements
The common OV Servicerequirements are defiddoelow.
Table 11: Common OVC Service Requirements

OVC Service Possible Values RMI | SO | M-D
Attribute
OVC |dentifier No additional constraints from definition MEF R
26.1[59].
OVC Type [R32]  The APMUST specify the OVC Type as R yes
Pointto-Point
OVCEnd PointList | |r33]  The APMUST specify one OVC End yes

Point at the UNI, and one at the ENNI.
The AP specifies thEnd Point Identifiervalues,
which can be communicatéo the SRrvia the SO

process.

Maximum Number [R34]  The APMUST specify the Maximum R yes
of UNI OVC End Number of UNI OVC End Points to be 1

Points

Maximum number | ipag)  The APMUST specify the Maximum yes
of ENNI OVC End number of ENNI OVC End Points to be

Points
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OVC Service Possible Values RMI | SO | M-D
Attribute
OVC Maximum = | g additional cogtraints from definition in MEF | R yes
Transmission Unit
Size 26.1[59].
[D5] The APSHOULD be able tesupport
OVC MTUmax values greater than 1527
including 1600, and 2000.
See MEF 22.1 for an example of need for 1600
bytes. MEF 20 R73 includes a desirable requirem
for 2000 bytes. Other frame sizes may be useful,
such as 9600 to support applications desiring jum
frames.
CEVLAN CoSID | R3]  The APMUST specify the CEVLAN | R yes
Value Preservation CoS Preservation to be Yes.
SVLAN ID N/A as only one ENNI in the service
Preservation
S-VLAN CoS N/A as only one ENNI in the service
Preservation
Color Forwarding | (cr1}< [02] When EBR and/or EBS are non zero R yes
the APMUST configure Color
Forwarding of the OVC to be Yes
The Color Identifier at the ENNI is specified in
Table12.
Service Level [D6] The Service Level Specification provide( R yes
Specification by the APSHOULD be based on CoS
label H, M or L as specified in MEF 23.1]
[53].
Unicast/Multicast/Br [R37] The APMUST specify the R yes
oadcast Frame Unicast/Multicast/Broadcast Frame
Delivery Del i very tln daen diiDie

The following differencein this table from MEF 3arenoted:
1 There is more discussion on desirable values of OVC MTU

1 MEF 33 specifie€olor Forwarding as a Desirable Requirement (SHOULD). However,
in this document we assume that the SP will require it because end to end gectrm
can be negatively impacted by a service that promotes a yellow frame toSgeen.
Section 7.2.15 of MEF 26.1.

1 The Service Level Specification is specified differently.

MEF 43 © The Metro Ethernet Forum 2014. Any reproduction of this document, or any portion thereof, shall Page26
contain the following statement: "Reproduced with permission of the Metro Ethernet Forum." No user of
this document is authorized to modify any of the information contained herein.



MEF

Virtual NID (vNID) Functionality for E -Access Service:

1 In MEF 33, the treatment of Unicast, Multicast, and Broadcast Frame Delivezisdiff

between Access EPL and Access EVPL. In this document, the requirement matches the

Access EPL requirement, and the assumption is that if the SP desires conditional
delivery, the SP will implement the conditional treatment in its own network.

7.2.1.4 Common OVCENd Pointper ENNI Requirements

The common OV&End Pointper ENNI requirements are defined below.
Table 122 Common OVC End Point per ENNI Requirements

OVC End Point Requirement/ Possible Values RMI | SO | M-D
per ENNI Service
Attributes
OVC End Point No additional constraints from definition MEF 26.1 Opt
Identifier [59]. The OVC End Point Identifier is set by the AP
Class of Servicé | 1p3g]  The CoS Identifier for ENNI Frames yes
Identifier for ENNI MUST be the OVC End Point to which tH
frames ENNI Frame is mapped.
Class of Service | R3g]  The APMUST support a single CoSame yes
Namefor ENNI which is associated witte entire set of S
frames Tag FCP values {67}.
Ingress Bandwidth | [r40]  The APMUST be able tsupport CIR yes
Profile Per OVC values in at least the following increment
End Pointat the 17 10 Mb/s, incremets of 1 Mb/s
ENNI-CIR 107 100 Mb/s, increments of 10 Mb/s
1007 1000 Mb/sjncrements of 100 Mb/s
17 10 Gb/s, increments of 1 Gb/s
10-100Gb/s increments of 10 Gh/s
[O3] The APMAY support other values of CIR
Ingress Bandwidth | 1r41]  The APMUST be able tsupport values o yes
Profile Per OVC EIR=0,EBS=0,CF=@M= fi Co |
End P__omlat the Awar eo
ENNIT EIR, EBS,
CF, CM [O4] The APMAY support other values of EIR
EBS,andCF.
Color ID The Color ID mechanism could be DEI or PCP. yes
Mechanism [D7] The APSHOULD be able tesupport a
Color ID mechanism using DEI.
Color ID Value [CR2]< [D4] When a CoS Label is specified for an yes
OVC, the APMUST support Color ID
values as specified in MEF 23.1.
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OVC End Point Requirement/ Possible Values RMI | SO | M-D
per ENNI Service
Attributes
Ingress Bandwidth | As specifiedn MEF 26.1[59], yes
Profile Per OVC when the CIR > 0, CB®OVC MTU, and
End Point at the | when the EIR > 0, EB®OVC MTU.
ENNIT CBS EBS
Ingress Bandwidth | R42]1  The APMUST NOT specify an Ingress yes
Proﬁ!e Per C.'?‘SS of Bandwidth Profile Per Class of Service
Serviceldentifier at Identifier at @ ENNI.
an ENNI
Egress Bandwidth | nq additional constraints from definition in MEF 26 yes
Profile Per End [59]. Note the CoS ID restrictions {R38] .
Point at an ENNI
Egress Bandwidth | \q additional constraints from definition in MEF 26 yes
Profile Rer ENNI | 1591 Note the CoS ID restrictions {R38] .
Class of Service
Identifier at an
ENNI
Trunk ldentifiers This attribute does not apply because the OVCs ar
always poirto-point.

The following differencein this table from MEF 3arenoted:

1 The single Co3dentifier attributeof MEF 33is expressed here in two rows; doeCoS
ID andone forCoS Name

This document mentions the Color ID mechanism, including a preference for DEI.

T A Col o

r Mo d e

v al

ue

ot h ealin MBF 83 butfisGothllowed Awar e

in this document, because MEF 26.1 mandates Color Awareness.
1 The CBS requirement of MEF 33 is relaxaattl aligned with MEF 26.1

The Egress BWP per OVC End Point at an ENNI and Egress BWP per CoS ID at an
ENNI are forbidde in MEF 33, but are not forbidden in this document.

1 The Trunk Identifier attribute is explicitly mentioned in this document. However, because
it does not apply, the result is the same in both documents.

7.2.1.5 Common ENNIServiceRequirements

The common ENNServicerequirements are defined below.
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Table 13: Common ENNI Service Requirements

ENNI Service | Requirement/ Possible Values RMI | SO M-D
Attributes
Operator ENNI | No additional constraints from definition MEF 26.1 yes
Identifier [59].
Physical Layer | No additional constraints from definition MEF 26.1 yes
[59].
Frame Format | No additional constraints from definition MEF 26.1 yes
[59].
Number of No additional constraints from definition MEF 26.1 yes
Links [59].
Protection No additional constraints from definition MEF 26.1 yes
Mechanism [59].
ENNI MTU No additional constraints from definition MEF 26.1 yes
Size [59].
SVLAN ID [R43]  Exactly one SVLAN ID atan ENNI yes
valuein End MUST map to an OVC End Point that is
Point Map associated with an OVC supporting an
instance of vNID Service.
Maximum No additional constraints from definition MEF 26.1 yes
Number of [59].
OVCs
Maximum No additional constraints from definition MEF 26.1 yes
Number of OVC]| [59].

End Points per
ovcC

Note thatan ENNI can support multiple-Eccess service instances. Thus, when an SP orders E

Access service, the ENNbuldhave been ordered previously. The ENNI information in the
above table is listed for completeness, but amiEnd Point Map entrynust be specified for
everyvNID Serviceorder.

7.2.2 OAM Requirements

The common OAM requirements are detailed belbinese include common requirements for
Link OAM, SOAM FM andSOAM PM.

7.2.2.1 Port-Leveland OVGLevelCounters

Portlevel counts are needed per UNI, which are specified in MEF 15.

[R44]

The APMUST provide the SP access to ptavel octet and frame coungpecified in

Section 8.2 of MERS5, Requirements Group 31 and 33, plus R32.1 and R32.3 of
Requirements Group 32n a petUNI basis via the RMI Protocol.

R32.2 is not included because it applies to the Egress Bandwidth Profile.
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Note that some of the MEF 15 requirements can dpptpngstible resourcesther than the
UNI; in thisdocumentve are interested in p&VC countsat the UNI

[R45] The APMUST provide the SP accessperOVC octet and frame coung the UNI
specifiedasmandatoryin Requirements Group 3# MEF 15, via the RMI Pratcol.

[O5] The APMAY provide the SP accessperOVC octet and frame coung the UNI
specified as optional iRequirements Group 3% MEF 15, via the RMI Protocol

7.2.2.2 Link OAM Requirements

The requirements detailed here apply toli supported bywNID Serviceand not to the
ENNI. Support for Link OAM is optional for UNI 2.1 so the requirements detailed in this sub
section apply only if the AP vNID offering supports Link OAM.

The behavior implied byequirements in the belotableare summarizetere If Link OAM can
be supported ongiven UNI by an AP, it can be Enabled as&bled When Link OAM is
Enabledthe AP side(i.e., UNEN) is requirecby IEEE Std802.3to be set to théctive mode
and the 8bscriber side can st toeither Active or Passe/mode Thus, Link OAMcan be set
to Enabled or Disabled via the RMI Protodalit if Link OAM is enabledthe modeof the UNF
N must beset toActive.

Active mode for Link OAM indicates that a Link OAM connection is initiated by the Active
mode devicelt also means that Link OAM loopbacks are initiated by the Active mode device.

Table 14: Link OAM Requirements (Common)

Link OAM Function | Possible Value RMI | SO | M-D

Link OAM Support | 1pg]  The APSHOULD be able tsupport | R | OPt

Link OAM functionality at the UNIN.
The SP will be able to read whether Link OAM is
supported on a given UNI, via the RMI Protocol.
If Link OAM is supportedno additional constraintg
from definition in MEF 2(057] existregarding the
UNI-N.
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Pausdrames Note thatPausemust be disabledthen Link OAM
is Enabled (see MEF 387], R30)

[R46] The APMUST never let Service Framey
containing the Pause protocol egress a
the UNI.

[R47] The APMUST ignore and discard any
ingress Service Frames at the UNI
containing the Pause Protocol.

Enable/ Disabléink | 1cRr3)< D8] If Link OAM is supported by the AP, | RIW | Opt

OAM the AP MUST allow the SP to set Link
OAM to Enabled or Disableda the
RMI Protocol.
Verification of Active| 1cr4< [D8] If Link OAM is supported by the AP, | R Opt
mode when Link when enabled by the SP, the MRJST
OAM is enabled allow the SP twerify thatthe modds
Active.

Link OAM Loopback | (cRrs)< [Dg] If Link OAM is supported by the AP,| R/W | Opt
the AP MUST allow the SP tsetLink
OAM Loopbackto Enabled andDisabled
via the RMI Protocol.

Link OAM State [CR6]< [D8] If Link OAM is supported by the AP,| R
the AP MUST provide to the SRia the
RMI Protocolthediscoverystate of the
Link OAM, including notifications for
OAM Events as defined ilEEE Std
802.32012[2] 57.2.10

7.2.2.3 CommonSOAM FM Requirements

The requirements in this stgection apply to th&/NI supported bwNID Serviceand anyMEPs
managedy the SPon that UNI SeeFigure7. The following guidelines apy:

1 UNI 2.1 requires support f@OAM FM at the UNI ME

1 TheAP needs to allow the SP to manage one MEP per @\tke SP or EVC MEG
Level. The SP may choose &» MEMEP or an EVC ME MEP at its discretiohhe SP
can also request that a MIP be creatati@ENNI for the chosen MEG Levé!.

1 This means that the AP and SP will agree what MEG Levels are used for the SP ME and the EVC ME (e.g., MEF
30.1 recommerglvalues of 3 and 4 respectively), and the SP will specify which MEG Level it wants to use. The

| ocal behavior in the AP&s network is the same regardl
an SP ME or EVC ME.
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1 As explained in MEF 30.1, the Test ME is instantiated only when needed for testing.
(Hence it is shown as a dashed line in the figure below.) When that ME is in effect, the
SP will be able to monitor and manage the st

1 The Subscriber MIP at the AP UNI could also be supported.

vNID functionality
applies to this UNI

Subscriber Access Provider Service Provider Subscriber

1
1
1
1
Equipment Service Provider's NEs | Eaquipment
1
1
1
1
I
[ S s S s S —— ]
=  subecrbar e 5
\v = v
TestME
vy
EVC or SP ME
VY & & o'/
LI ME
%/ MEP (up orientation) @ wp
v MEP (down orientation) e Logical path of SOAM PDUs

Figure 7. ME Levelsto be Supported by vNID

Figure7 shows an example whe the SP EVC ME is from UNI to UNI. Note that if an SP ME
is selected, it does not necessarily terminate at theARodNI.

Note that the APOs s upp awaysbeattivedRatheE it ichpies thatn ot i
the APacceptgequests frm the SP t@reateand activate the specified MEP, and to read
requested results

[R48] The AP and SRMUST agree on the MEG Level to be used for each ME.
[D9] The AP and SFSHOULD use MEF 30.1 Default MEG Levels.

Test MEP: A Test MEP could be placed in one of many posddiiationsin theory.In the

example shown ifrigure?, the Test MEGs at the UNIN. As stated in MEF 30.1 there is
incremental value in supporting the TRHEP ata UNI-N beyond the functionality provided by

the UNI ME, because the Test MEG applies to an EVC and the UNI ME applies at the port level.

MEF 30.1 only requires that the SP support a Test MERJaLI-N in its network and not at the
A P 6 s -NUWIth the additional functionality offered to an SP\BYID Service support at the
A P 6 s -NusNiésirable.
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Note that inFigure7i f t he Test ME i s configured with one
the other in the SP6s network (e.g., at devic
APOs network, and there are no requirements I

SOAM Configurations when the SP uses a VUNIFigure?7 is only one of several SOAM

arrangements in which the SP can provide Ethernet séfkdgure8 showsanexample where

the SP implements a VUNI, and the overall configuration is very similar to UTA/VUNI

description in MEF 2860]. Notethat theEVC ME cannot extenthtot he AP 6 snthiset wor Kk
example.

Pz ~
wMID functionality
Applies to this UNI  feseeemmeememsememmsmennmeenneneennns — ————

T —
y / Access Provider Service Provider
Service Provider's NEs

] ; g ] ] Subscriber ME —I —} iﬁ { N

¥------- Y EVC ME

SP ME SP ME
\% B

U UL |

%/ MEP {up orientation) @ mip
¥ MEP (downorientation) ~— Logical path of SOAM PDU=

Figure 8: SOAM Example where the SP uses a VUNI
Common SOAM FM requirements are below

2 Recall that EAccess serdies specify functionality for the AP. The SP could choose to provide functionality that
results in an entb-end Ethernet service, but is not obligated to do so. For example;AbedSs service could just
provide connectivity to a Layer 3 VPN servicatlthe SP offers. However, these examples of SOAM assume that
the SP is offering Ethernet service.
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Table 15: Common SOAM FM Requirements

SOAM FM Requirement/ Possible Value RMI | SO |M-D
Function
Configuration of | 1R49]  The APMUST be able tsupport the UNI| R/W | Opt
UNIME ME as defined in MEF 30[@1] andallow
the SP, via the RMI Protocol, to set UNI
ME parameters and variables as defined
MEF 30.1[61].
Note that the Seanspecify theUNI ME MEP ID
and MEG ID via the RMI protocol.
Configuration of SF |R50]  The APMUST be able teupport the sp | RIW | Opt
and EVCME ME and EVCME for a given OVC End
Point at the UNIasdefined in MEF 30.1
[61] andallow the SP, via the RMI
Protocol, to be able to set ME parameter,
and variables as defined in MEF 3061].
Note that the SP will be able to create a MEP and
specify theSP/EVC MEMEP ID and MEG IDvia the
RMI protocol.
For a given OVC, the AP needs to only be able to
support one MEP on either the BT or the EVC
ME.
[R51] For a given OVC End Point at the UNhe
AP MUST be able to support one MEP 0
either the SP ME or the EVC ME.
[D10] The APSHOULD supporta MIP at the
ENNI on an SP or EVC ME on an OVC,
requested by the SP via the Service Ord
process.
Configuration of | |p521  The APMUST be able taupport the Test] R/W | Opt
Test ME ME as defined in MEF 30.[61] andallow
the SP, via the RMI Protocol, to be able
set Test ME parameters and variables as
defined in MEF 30.161].
Note that the SBanspecify theTest MEMEP ID and
MEG ID via the RMI protocol.
Configuration of | ip53]  The APMUST allow the SP to specify, vii R/W | Ot
Test MEP the RMI Protocol, a Down Test MEP at t
UNI-N.
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SOAM FM Requirement/ Possible Value RMI | SO |M-D
Function
Configuration of | 1p11]  The APSHOULD support the Subscriber| R/W | Opt
SubscribeME ME as defined in MEF 30.[61] and allow
the SR via the RMI Protocolto be able to
setSubsciber ME parameters and
variables as defined in MEF 3(061].
This allows the SP to create, via the RMI Protocol,
MIP at theSubscriber ME Level
Loopback Message (r54]  The APMUST allow the SP, via the RMI| RIW | Opt
Support Protocol, to initiate the generation of
LBMs as defined in MEF 30.[61] for
each UNI, SPEVC, andTest ME
supported.
Note that MEPs will respond teceivedLBMs with
Loopback Response MessagedeF 30.1 does not
support independently turning off Loopback
responses by a MEP.
Linktrace Message| irs5]  The APMUST allow the SP, via the RMI| R/W | Opt
Support Pratocol, to initiate the generation of
LTMs as defined in MEF 30.[61] for
each UNI, SPEVC, and Test ME
supported.
Note that MEPs will respond teceivedL TMs with
LinktraceResponse Message@dEF 30.1 does not
support independently turning off Linktrace respon
by a MEP.
CCM [R56]  The APMUST provide the SP the ability | R/W | Opt
to configure and enable CCM via the RM
for each UNIEVC, and SP ME supportec
UNI ME CCM [R57] The APMUST be able tasupport the R/W | Opt
Transmission required CCM transmission periods of 14
Period and 10s defined in the CCM section of
MEF 30.1[61] for the UNI ME.
EVCandSP ME | |R5g]  The APMUST be able tsupport the R/W | Opt
CCM Transmission required CCM transmission periods of 19
Period and 10s defined in the CCM section of
MEF 30.1[61] for theEVC andSP ME
supported
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SOAM FM Requirement/ Possible Value RMI | SO |M-D
Function

Loopback, Link | ir59]  The APMUST allow the SP, via the RMI | R

Trace, and Protocol, to read the MIB objects definec

Continuity Check in MEF 31[62] related to UNIEVC, SP,

Results Support and Test MEPs running Loopback,

Linktrace, and Continuity Check process
as defined in MEF 30.[61].

Note that this includes reading of the results of
initiated tests.

Configuration of | 1512 The APSHOULD allow the SP, via the | RIW | ORt
AlS RMI Protocol, toconfigurethe AIS
function at a MERas defined in MEF 30.1
[61] for each UNI, SPandEVC ME
supported.

AlS Statusand | p13]  The APSHOULD allow the SP, viathe |R | OPt
Counters RMI Protoco| toread thestatus and
counters related tthe AIS function at a
MEP as defined in MEF 30.[61] for each
UNI, SP,andEVC ME supported.

Configuration of | 1p14]  The APSHOULD allow the SP, viathe | R/W | Opt
LCK RMI Protocol, toconfigurethe LCK
function at a MERxs defined in MEF 30.1
[61] for each UNI, SPandEVC ME
supported.

LCK Statusand | ip15]  The APSHOULD allow the SP, viathe |R | OPt
Counters RMI Protocol, toread thestatus and
countergelated tahe LCK function at a
MEP as defined in MEF 30.[61] for each
UNI, SP,andEVC ME supported.

7.2.2.4 CommonSOAM PMRequirements

Support ofPM-1is required, which in turrequires the AP to supparbmmon requirements
(e.g. Performance Monitoring life cycle requiremeims$ection of MEF 35.Note that MEF
35 does not specify any values of ot for avai
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Table 16: Common SOAM PM Requirements

SOAM PM Requirement/ Possible Value RMI | SO | M-D
Function

SOAM PM support ipso]  The APMUST be able teupport the | R'W | Opt
SOAM PM mandatoryrequirement®f
Section YCommon Requirementsf
MEF 35[65], with the exception of R1,
R47,R48,and R50

[D16] The APSHOULD support theSsOAM
PM common desirableequirement®f
Section 9 and [R49] of MEF 355].

[R61] The APMUST allow the SP tespecify
the AP-supportedsettableparametersf
Section 9 of MEF 3%65], via the RMI
Protocol.

Avail abi ll|rg2]  The APMUST allowthe SP tespecify | RIW | Opt
the value of \gathef
RMI Protocol, to any of the values
supported by the AP.

[R63] The APMUST be able to support a
value of @t = 1 s

[O6] The APMAY support valuso f otper
thanl second for Availability

The SPneedstosgit and t he SLN
values that are compat
be an integer multiple of the SLM PDU period.

[R64] The APMUST NOT allow the SP to sel
values of @t that
multiple of the SLM PDU periad

Note that the Siustset the SLM PDU period to &
value that allowthis requirement to be met

Configuration of | [Re5]  The APMUST allow the SP teetthe | RIW | OPt
PM-1 parameters requiredparameterfor PM-1 as defined
in Section 10 of MEF 3§65] via the
RMI Protocol
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SOAM PM Requirement/ Possible Value RMI | SO | M-D
Function

ReadingPM-1 [R66]  The APMUST allow the SP toeadthe | R

measurements

required data and countds PM-1 as
defined inSection10 of MEF 35[65] for
monitoredMEs via the RMIProtocol
These are specified by the tables
associated with R6@able 6) R67
(Table 7) and R87Table 9)of MEF 35

7.2.3 RMI Overview

The RMIconcepts defined inthis documento refer tothe capability provided by the AP to
allow the SPto setand/or readialues forsomeattributes and managed objeatishin the AP
network and to receive alarms and performance data from the AP nefile@RMI concepis
acentralpart of t he AfétalsyNID Mécisestn thé AR metwgrk, the key
components arthe RMI Connectionthe RMIProtocol and the Remote Processing Entity
(RPE)

The RMI Connections the connection between tBervce Provider Processing Entit3RPE)
and the RPEThe RMIProtocol is themanagementrotocol(e.g., SNMP, NETCONRhat is
supported by the RPEhe RPE isanabstract functionvithin the AP networkhatprocesses the
RMI Protocol commands and requests received vidtté Connection All of theseRMI
concepts ardefined within this document

It is noted that a low loss of RMI Protocol frames by theafB® SHs important for the proper
operation of interactions betweeretRPE and the SPPE.

The details of how the AP manages its netwerl., how an RPE communicates with network
equipment)based on the information the RPE receives the SRis out of scope athis
document

SP RMI End Point
AP RMI End Point

_ -,

UNI /iﬂﬂ S TN
( vﬁccessProvider ™~

k.
y

N

RMI Connection

Figure 9: RMI ConnectionOverview

The RMIProtocol allows the SP to read asgkecifyvalues fothose parameters and variables
thatthe SP igpermitted to set, change or view as a part of the vNID offeBggising a standard
RMI Protocoland associated information nhel, the Service Provideaninteroperatavith any
Access ProvidethatsupportsyNID functionality.
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TheRMI Connectionextends from the SP network across an ENNI to the, RBEEhown in
Figure9. The RPE terminates tlieMI Connectionwithin the AP networkWhile the RMI
Connectionis similar in some ways tBVCs and OVCgit is not an EVC or an OV@Becauseti
terminate at internal interface

An RMI Connection is always associated with a sirBfE at one end and a singBIleEat the

other endAn RMI Connectiommight exist for eachUNI supported bywNID Serviceor there

mightbea small number (perhaps as low as ond}df Connectiois per SPAP pairing>.

Redundancy or protection methods may be used to ensure that a single failure does not keep an
SP from accessing theiNID Services or receiving results or traps from the RPBwever,
suchmethods are outside the scope of this document.

The AP might be required toonfigure an ingress afud egress BWP on th&P RMI End Point
(locatedat the ENNJ, as shown ifrigure10. At the ENNI, the ingress BWP is set to ensure that
the SP does not send more bandwidth thar\Ehn&MI End Pointhas been configured to
support An egress BWP is configured at tB&INI-N of the APto ensure that the RPE does not
send moreraffic than theSP has configured their network to suppdhe BWFs atthe AP RMI

End Pointshould be configured based on the needs of the &Mhectionand would be

ordered or negotiated as part of the Order proéelise PCP valueis the STag ofRMI frames
need tdbe set appropriately so that the SP and AP can handle the frames appropriately across
their respective networks

y a"--_ Y n.g ‘\f.- e \ —
UNllf'{ m |ngress BWP
}\. X - ( — ]
_E.f : N mmm——— - . Service Provider

{ ; Egress BWI;]
\_ Access Provider e

Figure 10: Ingress and Egress BWP at the AP RMEnNd Point

Each RPE has an IP address tharéerably specifiethy the SP and is configured for the SP by
the AP. However, the AP may have constraints on the IP addresses it can support, so at a
minimum the IP address is jointly agreed to by the SP and A€ .IP address, stietwork

mask and gateway addres® spedied to the APas part of the order procesken IPv4 is used
The AP then configures the RPE with this informationPv4, he SP uses a standard ARP
request to resolve the MAC address of the RiPlthen sends unicast frames containing the
RMI Protocd to the RPE.

WhenlPv6 is used the SBnhdAP agree oran IPv6 prefixand all other parameters should then
be autodetected by the IPv6 protocol stacks.

13 Currently eery RMI connection uses ar\8_AN ID value at the ENNIThis should be considered when

determining the preferred number of RMI connections.

4 Note that the bandwidth needs might not be symmetric. For example, reports of statistical measurements will flow
from the AP to the SP.
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7.2.3.1 AP RMI End PointRequirements

The AP RMI End Pointrequirements are detailed below.

Table 17: AP RMI End Point Requirements

RMI Function | Requirement/ Possible Value RMI | SO | M-D
RMI Connection 1rg7]  An RPEMUST be associated with only one yes
to RPE AP RMI End Pointat any given moment.
[R68] A given AP RMIEnd PointMUST be yes
associated with only one RPE.
AP RMI End [R69]  The AP and SRIUST agree to the value of yes
PointS Tag the SVLAN ID at the ENNI used to
VLAN ID distinguishthe RMIEnd Pointfrom other
services at the ENNI.
APRMIENd | 1r70]  The APMUST beable tosupport an MTU yes
PointMTU Size Size©152 Bytesfor the AP RMI End Point
This value aligns with MEF 26[39].
Ingress [07] The APMAY instantiate an Ingress yes
Bandwidth Bandwidth Profile at an AP RMEnd Point
Profile at ENNI
[CR7]< [O7] When an Ingress Bandwidth Profile per A
RMI End Points in force, the algorithm and
parameters described in Section 7.6.1 and
7.6.2 of MEF 26.159] MUST be applied to
all incoming ENNI Frames mapped to the
RMI Connection.
[CR8]< [O7] When an Ingress Bandwidth Profile per A
RMI End Points in force, theAP MUST be
able tosupport values of EIR = 0, EBS =0,
CF=0CM= ACol eb. Awar
[CO1]< [O7] Whenan Ingress Bandwidth Profile per A
RMI End Pointis in force, theAP MAY
support other values of EIR, EB&)dCF.
[CR9]< [O7] Whenan Ingress Bandwidth Profile per A
RMI End Points in force: )
When the CIR > 0, the CBEUST be ORMI
End PointMTU Size and )
When the EIR > 0, the EBBUST be ORMI
End PointMTU Size.
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RMI Function | Requirement/ Possible Value RMI | SO | M-D
Egress [08] The APMAY instantiate an Egress yes
Bandwidth

Bandwidth Profile at an AP RMEnd Point

[CR10]< [O8] When an Egress Bandwidth Profile per
AP RMI End Pointis in force, the length and
arrival times of the egress frames mapped
the AP RMIEnd PointMUST satisfy the
Bandwidth Profile descrilzein Section 7.6.1
and 7.6.3 of MEF 26.[59].

[CR11]< [O8] When an Egress Bandwidth Profile per
AP RMI End Points in force theAP MUST
be able tsupport values of EIR =0, EBS =
0,CF=0CM= ACol ep. Awar

[CO2]< [O8] Whenan Egress Bandwidth Profile per A
RMI End Pointis in force theAP MAY
support other values of EIR, EB&)dCF.

[CR12]< [O8] Whenan Egress Bandwidth Profile per
AP RMI End Pointis in force
When the CIR > 0, the CBRUST be ORMI
End PointMTU Size and
When the EIR > 0, the EBRUST be ORMI
End PointMTU Size

It is noted thaBPPERPE communications coulitecome inoperativior a while, or have
intermittentpoor performance. In this phasethis documentwe are not addressing events such
as inability to send change commands

Profile at ENNI

The RMIConnections not required tasupport perframe Class of Service. Ti&Tag PCP
markings carry no meaninflessotherwise agreed kthe SP and APand thus are outside the
scope of this document.

The AP and SP could agree to identify the RMI Protocol at the ENldIdpmbination of the-S
VLAN ID plusa Gtag valuebut discussion of this point is out of scope at present.

7.2.3.2 RMI Protocol Messagend RPERequirements

The RMI Protocol Message form@giusthe protocotspecificdata modd€k) definedoutside of
this documen) e.g. SNMP MIBor NETCONF YANG) describes the format and typesR¥|
Protocol Messagethat can be exchanged across an ENNeétand/or readvalues forattributes
of vNID functionality. This section specifies the mandatory and optional requirerfaerttse
RMI Protocol Message format as seen at an ENNI

The RMI Protocol requirements mandate that the SNMPv2c format and procedures specified in
RFCs2578[14], 2579[15], and2580[16] be offered by the AP because it is simplell we
understood and ubiquitous. TRMI Protocolrequirements allow the AP to additionally offer
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the use otheNETCONF messaging format specified in RFCs 641 and 4742[35] and/or
the use of SNMPv3 or NETCONF over S$H

It is assumed th&ervice Providers will generate, receive and proB&dsProtocol Message
in theOperations Support Systef®@$9 layer of their networkThe OSS is typically an HBased
network where SNMP Messages (along with other protocols) are procégpaxlly, a
connectionless protocol such as UDP is used to transport SNMP datagrams betnagers/ia
residing in the OSS and Agents residing\mtwork ElementsNEs). Service Providers also
require a dedicate®VLAN to identify the RMI Protocol at the ENNTherefore, an RMI
Protocol Messagasing SNMPv2wvill take on the format described kigurell, which equates
to SNMPoverUDP over IP over IEEE Std02.1Q [1].

[R71] An RMI Protocol Message supporting SNMPW@cSNMPVv3MUST have the format

described irFigurell at the ENNI
Eth header, UDP Eth

. . . :
including 5-Tag L ennen header SNMPPDU ECS

Figure 11: SNMP Message Format
As will be specifiedbelow, an AP can also choose to support SNMPvV3.

The RMIcanalso useNETCONF as a supportgaotocol An AP may decide that they want to
support both SNMP and NETCONF

[CR13]< [010] When the AP supports NETCONHM BMI Protocol Message supporting
NETCONFMUST have the format described fiigure12 at the ENNI

Eth header, TCP 55Hv2 Eth
: : CONF I
including 5-Tag IPheader header | header | NETCONFMSE | prg

Figure 122 NETCONF Message Format
Support for IPv4 is required

Vendas and/or carriers might not be ready to sup[#uré6 for initial implementationsso
support for IPv6 is desirable but not requirkdPv6 is supportedas specified in requirement
[D18] and its related requirementsTable18) the addressespecified inRFC429133], section
2.8,needto be supported

For Unicastaddress assignmertihe APneedsto:

1 Support at least stateless address auto configuration according to REE4862 the
prefix

i Statically assignhte suffix according to agreement betwéamAP and SP

The RPE requirements are detailed belve ¢ a | | that the phrase fdabl e
meanghat the AP must offer that capability to the SP as an option. However, in specific case(s)
where the SP has not chosen that option, the AP would not support the functionality.

5 To summarize, an AP must offer one or more RMI Protocols and the set of offered protocols is required to include
SNMP2c. The SP will select the RMI Protocol it desires
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Table 18 RPE Requirements

RPE Attribute/ Requirement/ Possible Value RMI | SO | M-D
Function
Support oRPE | [R72] The APMUST provide an RPE that terminate
the RMI Connection and supports sedected
RMI Protocol for each RMI Connection tihe
SP.
Identification of | [R73] When an RPE supports more than one UNI, Opt
UNI to RPE RMI protocol (e.g., SNMPMUST have a
mechanism for identifying the UNI that each
attribute in arRMI message applies to.
RPE IP Address | [R74] The APMUST support assigning a valid publ
Assignment or private IP address, jointly agreed to with t
SP, to the RPE.
Note that when IPv6 uses awonfigurationthe specific
address is selected via the actmfiguration capability.
[D17] The AP SHOULD support assigningng valid
public or privatdP addressspecifiedby the
SP, to the RPE
RPE IPType [R75] The APMUST supportan RPE IP Typéeld, |R yes
which specifies whether the RPE is using IP
or IPv6.
Required support| [R76] The AP MUST beable tosupport IPvdn the
of IPv4 RPEas defined in RFC 795].
Support of ARP | [R77] When the RPHP Type is IPv4the AP MUST
support ARPon the RPEas defined in RFC
826[8].
ICMP [R78] The AP MUST be able tsupportiCMP on the | R Opt
Enablementor RPEas defined in RFC 798], and indicate
IPv4 via the RMI Protocol whether ICMP is
currently enabled
ICMP is used to implement both Ping and Traceroute.
IPv4 Address [R79] WhentheRPEIP Type is IPv4the APMUST | R yes
configure the RPE IPv4Addresssuppliedon
the Service Order
IPv4 Subnet [R80] When the RPHP Type is IPv4the APMUST | R yes
Mask (filPv4 configure theRPE IPv4 Subnet Mask supplieq
Prefix Lengtho) on theService Order
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RPE Attribute/ Requirement/ Possible Value RMI | SO | M-D
Function

IPv4 Gateway [R81] Whenthe RPHP Type is IPv4the APMUST | R yes
Address configurethe RPE IPv4 Gateway Address

suppliedon theService Order

Support ofiPv6 [D18] The AP SHOULD be able tesupport IPv6
according to RFC429[B3], section 2.8 for an

RPE.
Indication of [R82] The AP MUST indicate via the RMI Protocol | R
Ability to Support whether the ARs able tosupport IPv6 as an
IPv6 option for this RPE.
IPv6 Auto [CR14]< [D18] The APMUST be able to support R Yes
configuration stateless address auto configuration (RFC4§
Enablement [37]) for the IPv6 Prefix for the Unicast

address.

[CR15]< [D18]WhenanRP E 6 s | Bpedifigdmas
IPv6 and when auteonfiguration is specified
as fNAenabl edod o,theAPhe
MUST usestateless address auto configurat
(RFC486237]) to determineghe IPv6 Prefix
for theUnicast address

IPv6 Prefix [CR16]< [D18]WhenanRP E 6 s | Bpedfigdmas | R Opt
Length IPv6, the APMUST be able to support a Pref
Length of 64 bits.

Other Prefix Lengths are allowed.

[CR17]< [D18]WhenanRP E 6 s | Bpedifigdmas
IPv6, the APMUST configure the IP Prefix
Length valueagreed to by the AP and SP

IPv6 Address [CR18]< [D18]WhenanR P E &6 s | Bpedifigdae | R Yes

(when auto IPv6 and if autoconfiguration is NOTenabled
configuration is the APMUST configure the IPv6 Address

not used) agreed to by thAP and SP

IPv6 Static Suffix| [CR19]< [D18]When an RPEOG6s | P |R Yes
(when auto IPv6 and when autoonfiguration isenabled

configuration is the APMUST provision aStatic Suffix for

used) stateless address auto configuration of a

Unicast address.

1 Support of IPv6 in the future will be a critical feature. For initial implementations, IPv6 is considered a capability
that vendors and/or carriers might or might not be ready toostipp
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RPE Attribute/ Requirement/ Possible Value RMI | SO | M-D
Function
IPv6 Gateway [CR20]< [R75]When the RPE IP Typeis IPv6 and if | R Yes
Address (when autocorfiguration is NOT enabledhe AP
auto MUST configure the IPv&ateway Address
configuration is supplied on th&ervice Ordeby the SP.
not used)
Support of Router [CR21]< [D18] When the RPHP Type isspecified as
Discovery IPv6 and if auto configuration is enablgte
AP MUST support routing based on router
discoveryfrom the Neighbor Discovery
Protocol,as defined iRFC 486136].
ICMP [CR22]< [D18]WhenarRP E &6 s | Bpedifigdas | R Opt
Enablement for IPv6, the RPEMUST be able to support
IPv6 ICMPV6 asdefinedin RFC4443[34], and
indicate via the RMI Protocol whether ICMP
currently enabled.
ICMPV6 is used to implement both Ping and Tracerout
List of RMI [R83] The APMUST allow the SP to read tHist of | R Opt
Management RMI Protocols(i.e. SNMPv2c, SNMPv3, or
Protocols NETCONF)the APsupports.
Supported [R84] The APMUST ihcludeSNMPv2c, which
requires support for the PDU format and
procedures defined in RFCs 2528], 2579
[15], and 258(16].
[09] TheA P dis of RMI ProtocolsMAY include
SNMPVv3, which requires support foine PDU
format and procedures described in RFCs 34
to 3418([18], [19], [20], [21], [22], [23], [24],
and[25]).
[010] TheA P dist of RMI ProtocolsMAY include
NETCONFas defined in RFC 62441].
SelectedRMI [R85] The APMUST allow the SPto select for a Yes
Management gvenRPEany protoc@&MWl in
Protocol Protocol listvia theService Ordeprocess
Support of SSHvZ [CR23]< [010] If the AP supports an RMI Protocol usir
NETCONF, itMUST support he mandatory
SSHv2 transport mapping specified in RFC
4742[35].
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RPE Attribute/ Requirement/ Possible Value RMI | SO | M-D
Function

RPE Notification | [R86] The APMUST allow the SP to speciffor each| R/W | Opt

IP Addresges) RPE up to three destination IP addresses tha

notifications defined in the administrative suk
section are sent to,.
fanRP EOG s | Bpedfigdps IPV4,dhese addresse
are expectedto be IPv4. If& P E 6 s | Bpedfigdp
as IPv6, these addresses are expected to be IPv6.

7.2.3.3 RMI Security Requirements

The RMI Connectionconnects between the AP and the SP with each party involved in the
function of the RMI Ensuring that the RMI provides a secure interface between the two parties
is extremely importanSome of the security issues raised with the RMI are not unique to it
These same issues exist when a SP or AP installs a NID SltiseribepremisesThis

document does not intend to resolve these existing security.itssiess that are unique to the
RMI are addressed within this document.

It should be noted th&NMPv2 does not, by itself, protect against unauthorized access to
sniffing the packets to obtaiithe community strings and user informati@rhich couldbe used

to gain unauthorized access into the managed syStsMPv3 provides security framework
with enfancements supporting encryption, message integrity, and robust authentistion
stated earlier, NETCONF is implemented over SSHv2, which provides encryption to prevent
unauthorized access to management information including user account access &@edential

Protecting the AP network from being adversely affected by the SP is a key requirement for an

AP offering vNID functionality The SP must not be able to reach beyond the vNID functionality
into the APOs net woTlhde aresevdrahethsds that dre used to Bmits t e ms
vulnerabilities to the AP networRhese are shown below:

1 Ensure that SP cannot use AP management network to reach other devices, parties or
databases

- ACLs based on source/destination IP address used in AP management network
- No connectivity between AP and SP management VLANsS
- No routing allowed between SP and AP management IP subnets

1 Ensure thathe Subscribecannot accesRPE functionality vidhe UNIof the AP

- The use of a separate\V@ AN ID at the ENNI forRMI ProtocolMessagegrovides
separation of Subscriber and RMI traffic

- RMI Protocol Messageare not allowed to egress at the UNI
1 Ensure that SP communicatanly with the desired RPE.

- RMI Connectionlimits access to single RPE
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- RMlis limited by the data model tosaibset of functionalities.

The SP is also concerned with ensuring that their network is not vulnerable to unauthorized
accessSimilar methods can be used to protect the SP netWwhdse methods are beyond the
scope of this document but possible examatesshown below:

1 Ensure that AP cannot use SP management network to reach other devices, parties or
databases

- ACLs based on source/destination IP address used in SP management network
- No connectivity between AP and SP management VLANs
- No routing allowed bigveen SP and AP management IP subnets

1 Ensure thaSubscribecannot access SP management network

- Rely on business relationship between AP
configuration

The following table details the RMI security requirements
Table 19: RMI Security Requirements

Security Attribute | Requirement/ Solution RMI | SO | M-D
Qcc.ess to A? [D19]  The APSHOULD implement method®
de;n%es, pat; |eSsF?r ensure that the SP cannot access anything

atabases by beyond the RPEsuch as ACLs based on IP

addressing, separate management VLAN |
and/orno routing between AP and SP sub

nets.
g\cc_ess to A': [R87] The APMUST ensure that RMI Protocol
de;n(l;es, patr) es or messages that ingress at the UNI do not re
atabases by the RPE.
Subscriber

[R88] RMI Protocol MessageglUST NOT be
allowed to egress at the UNI.

ig unatble;ltc()j modify [R89] The AP implementation of the RMI data
bi cotn rofle modelMUST limit write access to only thost
Objects objectsthe SP can modify

AP unable tanodify | Relies on business relationship between AP and SP
SP controlled
objects within the
vNID

The intentis fothevNID Ser vi ce t o provide securitWNIDcompar a
configuratiors, but not to requiréhevNID Service to beignificantly more secure than those
alternativesThus preventing illicit activities such aiffing the RMI at the ENNI, spoofing the
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SP or AP via the RMI or other methods of determining the RW&§ VID, IP addressre
outside the scope of this doceam.

7.2.4 Administrative Requirements

The administrative requirements covtems such aalarms, reporting SOAM information and
performing backup and restoral of SP configuration

7.2.4.1 Timing Needs

ThevNID Servicedoes ot provide the tools for one way delmeasurements and thus the need

for Time of Dayprecision is quite relaxe@n the other hand, theNID Serviceconnects

management domains from the Service Provider and from the Access Provider. Therefore it is
important that both parties have a commanirig reference. Only a common timing reference

allows the Service Provider to reference received messages by a timestamp the Access Provider
could look up as well. The rules set by RFC3BBH apply.

In case SNMP is used for the RMI, RFC1900d] defines for notifications theystem up time
(sysUpTim@ value to be used, which is defined as:

sysUpTime OBJECT - TYPE
SYNTAX  TimeTicks
MAX ACCESS read - only
STATUS  curr ent
DESCRIPTION
"The time (in hundredths of a second) since the network
management portion of the system was last re - initialized."

The reference poiror a trap is the rnitialization of a device and thus a relative time. For
getting absolute values, the network management system of the Service Rregdietauery
thevNID Servicefor time information instead of relying on local time information.

[R9I0] If SNMP is used, the ARIUST maintain timing information according to SNMRv2
TC, RFC257(012].

[R91] If NETCONF is usegdthe APMUST maintain timing informatioras describeth
RFC527739] and RFC333917].

[R92] The APMUST maintain a timezone vadu

[RO3] If SNMP is used,itevNID ServiceMUST provide actual local time information
througha MIB objectthat defines Date and Tinamd the Offset from UT@r use by
thevNID Service

The Date and Time object is expected to be defined in the SNMP MiIBfbr Service
[R94] If SNMP is used, the ARIUST allow SP to read the system up tima the RMI

Protocd.

[RO5] If SNMP is used, the ARIUST allow SP to read the Date and Time objeatthe
RMI Protocad.
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The SP could acquire correct time information with read aocoeshe two MIB elements
(system up timeDate and Time) in one run. This provides a read on the rettstem up time
counter and absolute time this refers to. With this information, notification timestanps
translated into absolute time, &sem up timewill be restarted upon next reboot.

In case NETCONF is to be used for the RMI, the above outlined procedure could be skipped, as
RFC527739] mandates wsof fully qualified absolute timestamps in notifications.

[R96] Accuracy of the time provideloy the APMUST be within +£ 1 seconaf
Coordinated Universal Tim&JTC) + local timezone offset.

In case UTC is used for time, the local timezone offset will be 0.

7.2.4.2 Administration State

[RO7] The APMUST allow the SP to sehe administrativetateof a UNIas up or dwn via
the RMI Protocol.

[RO8] The APMUST allow the SP to sehe administrativetateof an OVC End Point at
the UNIlasup or downvia the RMI Protocol.

It is assumed that the AP will be able to determine the status of a UNI or OVC End Point.
However, this is beyond the scope of this document.

7.2.4.3 Notification Requirements

[R99] The APMUST support using th&MI Protocolto deliver alarms/notifications to the
SP.

[R100] Thenotificationspresented iTable20 MUST be delivered to the SP via tRMI
Protocol

Depending on which RMI Protocol is chosen (as discussed in S&c® thenotification
requirements will be implemented with the approprétta model specificatiofe.g., SNMP or
NETCONF).

[R101] SOAM related notificationMUST apply to theUNI, SP andeVC MEs.
Notifications of SOAM FM and SOAM PMiill indicatethe MEG ID and MEP ID.

Table 20: Notifications (Mandatory Requirements)

Notification Description MIB Examples
Name
UNI Link down Link down condition on the UNI linkDown (IF-MIB)
UNI Link up Link up condition on the UNI linkUp (IF-MIB)
SOAM Config A SOAM Config Error Assert notification is sentf mefSoamConfigErrorAs
Error Assert when a configuration errarccursduring the sertAlarmin SNMP (see
setup foranSOAM FM entity, and proides a list| MEF 31[62])
of Interfaces an®LAN IDs that are incorrectly
configured.
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Notification Description MIB Examples
Name
SOAM Config A SOAM Config Error Clearnatification is sent | mefSoamConfigErrorCl
ErrorClear when a configuration error has beesolved earAlarmin SNMP (e
during the setup fea SOAM FM entity, and MEF 31[62])
provides a list of Interfaces and. XN -IDs that
are correctly configured.
SOAM MEP A SOAM MEP Operationabtatusnotification is | mefSoamMepOperStatl
OperationalStatus| sent when the Operation@tateof a MEP sAlarmin SNMP (e
changes. It indicates an operationalestdtange | MEF 31[62])
in the MEP.
SOAM MEP A SOAM MEP OperationalStatusnotification is | mefSoamMepOperStatt

Administrative
Status

sent whenhe AdministrativeStateof a MEP
changes.

sAlarmin SNMP (e
MEF 31[62])

SOAM MEP A SOAM MEP Defectnatification is sent when ¢ mefSoamMepDefectAlg
Defect MEP enters or exits the Defect stafdote that | rmin SNMP (seeMEF
this includes th€ontinuity CheckDefectand 31[62])
RDI Defect)
SOAM A SOAM Availability Change notification is sen mefSoamAvailabilityCh
Avalilability when the state of the availability of the indicatg angeAlarmin SNMP
Change service changes. (see MEF 3§66])
SOAM LM A SOAM LM SessiorState Changaotification | mefSoamLmSessionStg
SessiorState is sent when the state of the LM session chgng tStopAlarmin SNMP
Change i.e., when it either starts or stops. (see MEF 3§66])
SOAM DM A SOAM DM Sessiortate Changaotification | mefSoamDmSessionSt
SessiorBtate Is sent when the state of the DM session chan( rtStopAlarmin SNMP
Change l.e., it either starts or stops (see MEF 3§66])
[D20] The EVC and/or SRME notificationspresented iTable21 SHOULD be deliveed to

the SP via th&MI Protocol
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Table 21: Notifications (DesiredRequirementg

Notification Description Comments
Name
SOAM LCK An SOAM LCK notification is sent when mefSoamLckAlarmin

reception ofa LCK PDU causes the MEP to entf SNMP (e MEF 31
Lock State or when the Lock State is exitethis | [62])

notification is sent whenever the operational lo
status of the MEP changes.

SOAM AIS An SOAM AIS notification is sent when either | mefSoamAisAlarmn
AIS frames arestarting to besent by the MERr | SNMP (e MEF 31
when the MEP stops sending AIS framess [62])

when AIS PDUs arstarting to beeceivedor
when AIS PDUs stop being received.

[R102] The followingnotificationsfrom Link OAM MUST be deliveed to the SP via the
RMI Protocolif Link OAM is supportecat the UNI

Table 22 Link OAM Notifications (Mandatory Requirements)

Notification Name Description Comments

Link OAM Ciritical Link EventRx | Link OAM Critical EventReceived SeelEEE Std
802.31-2011[3][2]

Link OAM Dying GaspRx Link OAM Dying Gasp Received SeelEEE Std
802.3.12011[3]
Link OAM Link FaultRx Link OAM Link Fault Received SeelEEE Std

802.3.12011[3]

Link OAM Ciritical Link EventTx | Link OAM Critical Event Transmitted SeelEEE Std
802.3.12011[3]

Link OAM Link FaultTx Link OAM Link Fault Transmitted SeelEEE Std
802.3.12011[3]

Note: The 802.3 Link OAM MIB supersedes the RFC 488} MIB and so is specified here.

Depending on which RMI Management Protocol is chosen (as discussed in 3et8prthe
notification requirements will be implemented with the appropriate MIB or model (e.g., SNMP
or NETCONF).

7.2.4.4 Configuration Backup Requirements

Configuration backuponcernghe ability ofthe SP to request from the AP a backup of the
VNID configuration The backup and restore capability can be offered by the AP, but itis not a
requirement of thgNID Service

If the AP offers a backup capability, the AP and the SP could agree to aspbcsas $requency
of scheduled backups, how to initiate unscheduled backups, and how to initiate rabtorals;
details of which are outside the scope of this document.
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8 VNID Service Basic Case (Case B) Requirements

The requirements in this Section areapeto vNID ServiceCase B as defined in Sectiér
They are broken down into two areas; data plane and OAM requirembats are no Case B
specific RMI orAdministrative requirements.

8.1 Case B Data Plane Requirements

The Data Plane requirements for Case B include UNI Service Attributes, OVC per UNI Service
Attributes, OVCENd Pointper ENNI Service Attributes, OVC Service Attributes and ENNI
Service AttributesThese requirements are defined in the followingSabtionsand are in

addition to the requirements listed in the Common Requirements section.

The requirements in this sectiare consistent witMEF 33, with exceptions noted.

8.1.1 Case B UNI Service Requirements

The mapping of alService Fames, tagged, untagged or priority tagged, into the OVC is
requiredfor Case Bas specified in this section

Table 23: Case B UNI Service Requirements

UNI Service Attribute | Requirement/ Service Attribute Parameters RMI | SO | M-D
and Values

Maximum number of | 'R103]  For UNIs supportingase B, thé\P R yes
OVCs per UNI MUST support a maximum number of
OVCs per UNI= 1.

8.1.2 Case B OVC per UNI Service Requirements
Table 24: Case B OVC per UNI ServiceRequirement

OVC per UNI Requirement/ Possible Value RMI | SO | M-D
Service Attribute
OVCEnd Point | 1R104]  For UNIs supportingase B, the ARUST | R yes
Map configure the OVEnd PointMapto contain

all CE-VLAN ID values.
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8.1.3 Case B OVC Service Requirements
Table 25. Case B OVC Service Requirement

OVC Service Possible Values RMI | SO | M-D
Attribute
CE-VLAN ID [R105]  For UNIs supporting Case By AP R yes
Preservation MUST specify the CEVLAN ID

Preservation to be Yes.

8.1.4 Case B OVC End Point Per ENNI Requirements

See common requirements in Secfrol.1.4

8.1.5 Case B ENNI Service Attribute Requirements

See common requirements in Sexaffo2.1.5

8.2 Case B OAM Requirements

The Case B OAM requiremerftsr SOAM FM andSOAM PM are detailed belowl he

requirements in this section allow the SP to com8gbOAM at theeEVC and Subscriber ME

levels, and can be useful when the SP offers a single EVC. In instances where the SP has other
configurationsan EVC MEG in the AP6s network might no
examplejf the SP is employing a VUNa single EVC MEP could not be associated with EVC

MEPs at UNI(s) in the SP6s networ k.

8.2.1 Case B SOAM FM Requirements

The requirementspecified inTable15in the common sectioallow the SP to configure SOAM
at different ME levels. In some use cases, the SP uses the Case B OVC to offéraseubrt
EVC to the subscriber (séegure7), and the SP wilbe able to createn EVC MEP anda
Subscriber MIP

However, a Case B OVC could also be combined with an SP VUNI to support \daséd
service. Se€igure8. In this use case, it is valuable for the AP to support the SP ME, but support
for the EVC or Subscriber MEs would not be appropriate.

In sum, the AP needs to provideetSP with theptionof supporting the SOAM capabilities for
either scenario.

8.2.2 Case B SOAM PM Requirements

The common requirements specifiedliable16 apply to theME specified by the SP (either SP
ME or EVC ME) for the OVC.
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9 vVNID Service Advanced Case (Case A) Requirements

The requirements in this Section are specifieNdD ServiceCase A as defined in Secti6rB.
They are broken down into two areas; data plane, and OAM requirerfkats are no RMI or
Administrative requirementsnique to Case A

9.1 Case A Data Plane Requirements

The Data Plane requireents for Case A include UNI Service Attributes, OVC per UNI Service
Attributes, OVCENd Pointper ENNI Service Attributes, OVC Service Attributes and ENNI
Service AttributesThese requirementsr Case Aare defined in the following suBectionsand
arein addition to the requirements listed in the Common Requirements section

The requirements in this sectiare consistent witMEF 33, with exceptions noted.

9.1.1 Case A UNI Service Requirements

Table 26: Case A UNI Service Requiremants

UNI Service Requirement/ Service Attribute Parameters and RMI | SO | M-D
Attribute Values
Ur_lta_ggechnd [R106] For UNIs supporting Case A, thd® MUST R/W | Opt
priority tagged allow the SP to specifyia the RM| the CE
frames VLAN ID for untagged/priority tagged

frames.

Maximum number | ip1g7]  For UNIs supporting Case e AP MUST | R yes
of OVCs per UNI support a maximum number of OVCs per U
0.1

Maximum number | ip10g]  For UNIs supporting Case #&ge AP MUST | R yes
of CEVLAN IDs allow the SP to specify, via tf8ervice Order
per OVC a Maximum Number of CE/LAN IDs per
OVCthatis=1.

[D21]  ForUNIs supportingCase Athe AP R yes
SHOULD allow the SP to specify, via the
Service Ordera Maximum Number of CE
VLAN IDs perOVC that is> 1.

9.1.2 Case A OVC per UNI Service Requirements

In the End Point Map specification below, the AP is always required to support mapfeagt
one CEVLAN to one OVC end point. Support for mapping more than©g&/LAN to the
sane OVC end point is desirable.
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It is optional for the AP to support mapping of all-¥EAN IDs (including untagged and
priority tagged frames) to a single OVC end poiliith such a configuration, the mapping of
service frames will have the saimehavior as in Case @ence the functionality of Case B can

be considered a subset of func

tionality offered by Case A)

Table 27: Case A OVC per UNI Servce Requirements

OVC per UNI Requirement/ Possible Value RMI | SO | M-D
Service Attribute
OVC End Point [R109] R/W | Opt

Map

For UNIs supporting Case A, the ARUST
allow the SP to set values for the OVC Enqg
Point Map via the RMI.

[R110]

For UNIs supporting Case A, the ARUST
support all valid CEVLAN ID values.

[R111]

For UNIs supporting Case A, the ARUST
allow the SP to map at least one-€EAN
ID to a given OVC end point at the UNI.

[D22]

For UNIs supportingcase A, the AP
SHOULD allow the SP to map more than
one CEVLAN ID to a given OVC end point
at the UNI.

[011]

For UNIs supportingCase A, the AMAY
allow the SP to map all GELAN IDs to a

given OVC end point at the UNI.

The following differencein this table from MER3 arenoted

1 Allowing the mapping of all C&/LAN IDs to a given OVC end point at the UNI is a

difference from MEF 33.

9.1.3 Case A OVC Service Requirements

For Case A it should be possible to disable\VAAN ID Preservation when theNID Service
supports a EVP-Line/LAN/Tree EVC with CEVLAN ID Preservation disabled. Otherwise an
attributewould be neededt the SP side of the ENNI to specify what-€EAN ID value to put

in frames going from the SP to

the AP.

Table 28: Case A OVCService Requirement

OVC Service Possible Values RMI | SO | M-D
Attribute
CE'VLAN_ID [R112] For UNIs supportingcase Athe AP R/W | Opt
Preservation MUST allow the SP to specif@E-VLAN

ID Preservatiovalue toeitherYesor No.
The following difference in this table from MEFis noted
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1 MEF 33requires CEVLAN ID Preservation to be Yes.
9.1.4 Case A OVC End Point Per ENNI Requirements

See common requirements in Secfrol.1.4

9.1.5 Case A ENNI Service Attribute Requirements

See common requirements in SectfoR.1.5

9.2 Case A SOAM Requirements

The Case A OAM requirements are detailed belbwese include requirements 8OAM FM
andSOAM PM.

9.2.1 Case A SOAM FM Requirements

Thecommon requirements dfable15 allow the SP to configure SOAM differentME levels

in Case A Thiscan be usefulifor examplewhen the SP uses the/QO to offerone or more

EVCsto the subscriber. In instances where the SP has other configurati@®MEin the

AP6s networ k might nHotwevdr, ¢he APeshosld proaidelthe SPowith us e f u
the optionof usingthis SOAM capability

The ability tosupport onME (either SP MEor EVC ME) perCase AOVC is required.

9.2.2 Case A SOAM PM Requirements

The common requirements specifiedliable16 apply to the ME specified by the SP (eittSP
ME or EVC ME) for each OVC.
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Appendix A Additional Motivation and Overview of the VNID
Approach (Informative)

This appendix provides additional background on the motivatiodeiimed vNID functionality

Many EtherneSubscribes are requiring national or even glolzainnectivity In order to meet
Subscribeneeds, Service Providers must be able to extend their Carrier Ethernet offerings
beyond their normal footprinThis requires Service Providers to collaborate with Access
Providers (APsyupporting UNIs at locations the SP needs to reach

However, collaborations between Service Provider and APs present some unique challenges
Both the Service Provider and AP have interests dbtioscribepremisesThe Service

Provider owns th&ubscrberrelationship and is ultimately responsible for the-e;médnd

Carrier Ethernet servicgheAccess Provider owns tleecessietwork and has physical access

to theSubscribepremisesTheVvNID functionality defined in this specification addresses these
challengesit definesa structurdor how services can be configurby Service andhccess
Providers This structure allowsach provideto effectively manage their respective part of the
Carrier Ethernet service.

The modeln this specificationncludes functionality and constructs necessary for delivering
Carrier Ethernet services

A.1 Service Provider and Access Provider Roles

The Service Providerby definition,is the single point of contact for tisibscriberThe Service
Provider handles all technicsupport and billing functions to tf&ubscriberin addition, the
Service Provider wants to givesaibscriber definable service offering at each location the
Subscribers requestingThis relationship between ti&ibscribeand the Service Provider is for
defined services that are at thebscribed s d e ma r c;ad.,theoUNL How thase s
services are actually implemented or enabled is the contractual responsibility of the Service
Provider In essence thBubscribesees only defined services, but not how they are
implemented.

If the Service Provider owns all the facilities betweenShbscribed s UNI s, t hen t he
Provider6s met hods and,apdamotaefived eyshe lEFe | ar gel vy
single Sevice Provider network topologgxamples depicted irFigure13 below.
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Figure 13: Single Service Provider Network Topology

When the Seiee Provider does not have direct access3alascribedemarcation point and has

to go through a third party network€., an Access Povider) to provide service, théesireof the
Service Provider is to not affect tBeibscriberThe Subscribestill wants the same service
offerings,with the Service Provider as a single point of contact, and the AP in the middle is
considered to be transparent to $éscribetJNIs. This scenario changes several main
components of the internal structure of tiverall network that transports tBeibscribed s

traffic. What were once internal methods and procedures now involve multiple networks, as the
interconnectiomeeds tde definecbetween the Service Provider network and thendfvork

An example of scha network topology ishownin Figure14.
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Figure 14: Network Topology with Two Networks
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The MEF has address#uk interface between tw@tworkswith the ENNI specificationIEF
26.1), whichincludesthe definition of theDperator Virtual Connectioconcept The ENNI
definition incorporates several aspects of defining Bolvscribetraffic will flow across the
networks to maintain the service offering that $hdscribehasnegotiatedwvith the Service
Provider The ENNI specification definesset of behaviors on the interfaceshich allowsthe
Service FPoviderand the AP to progion their interfaces with a known set of values for
deterministic behavior.

A current deployment practice is to deploy two devices close to the Subscribhesrighiwned

by the Service Provider and one owned by the Access ProRittery advantage of teimodel is
that it provides Service Provider control near the Subscriber locatiole providing strict
separation of th&P and SP administrative responsibilitie®owever, it also has several
undesirable characteristidsrst, the SP must place a dewiatthe Subscribed Bcation, and this
may be difficult forreasons ranging from lack of installation personnel to difficulties in getting
approval to place equipment in another country (homologafiomaddition, each device
introduces another failuggoint, and another possibility for me®nfiguration or errored
performance that complicates any troubleshooting effort the SP, servicing the remote device
in a timely manner can be problematic

A.2  vNID Functionality

To address these and other isstids,document specifiadNID functionality. To theSubscriber

traffic plane the resulting functionality should be identical, or almost identiogdhetwo-device
model. The separation of the administratilenainss maintainedThevNID functionality
specificationsallow functionality to be defined for each administrative domain, but do not dictate
where the functionality must be performed, only that it needs to be performed inside the domain
In other words, th@NID functionality does naspecify an element, butatherof a model of

behaviors fothe AP to provide to the SP

WherevNID functionalityis to be deployed, there are a few assumptions that need to be
specified. The first is that the AP owns all tiegworkequipment at th&ubscribepremisesAs

a resultit is also assunkthat all generahetwork elementevel maintenancée.g., repairand
network elementevel administrativefunctions(e.g., software update) are the responsibility of
the AP, since it owns the elemg)t

However,otherselectecadministrative functions are given to the SP to manBigerefore, he
A P Ghetworkelemenfs) mustbe capablecs upporti ng functions of the
administrative domain for services to thebscribeand for interfacing to thAP.

A.2.1 Advantages of the vNID Approach

The main advantage of th@&lID approachs the elimination of the need for the SP to deploy an
additional elemen®Of course, the SP has the choice of placing its own NID &ubscriber
location (on théSubscribesid e o f t h e .AhHs@ould beanmplemoentikd)via an ENNI
interface bet ween .Albreatively thesSP Hdul8hoogeo dot pglabesanyA P
equipment and rely on the AP to provide support of the interface &utbecriberHowever,
relying on theAP to provide timely information, troubleshootirayd otheinformationabout all
aspects of th8ubscribed s s er vi c e risky. TheSP wilt aften desite mord e
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information more timely access toformation and control of somservice aspect3hevNID
approachs designed to meet this need

A single edge element is intrinsically more reliable and easier to trouble$heetNID
approactdoes not remove arubscribeservice offeringsThe AP maintains the administrative
doman control over the interface into the AP network from $ubscribepremiseslement.

Appendix B Characteristics of VUNI in Support of vNID Service
(Informative)

Most of the requirements to support VNID functionality apply to the AP only, and these have

been defied in earlier sectionslowever, in order for the SP and AP to interoperate, the SP

must clearly support compatible functioRr®r example, in order for the AP to respond to a

standard SNMP or NETCONF command, the SP must initiate the command in a ptea@ayb

This appendix explains how the functionalityofaVUNIn a Service @novi der 6
providecapabilities to complement and complgtefunctionality provided bywNID Servicein

support of VLANbased service3 his appendixprovidesguidance td&ervice Providers

regarding the VUNI functionality they will need in their network to support vandlp

scenarios, and in tucanform a basis for whatapabilities &ervice Provider magsk their

vendorgto supportThis impiesthatan $60s equi pment must meet certe
to be able to make use cértainvNID Services.

B.1 Background

VNID Serviceprovides a means for the Service Frames of EVCs associated with a remote
subscriberdos UNI to be t ucareldEthdnetNetwarldENnh an Ac
to an ENNI connecting t haServicegRrcewsisd €Wiihshis@ENM 6 s
arrangenent, the Access Provider supportsthgD ServiceOVC (tunnel OVC) for transfer of

Service Frames between the remote UNI and the EMNiddition, the service attributes related

to the Subscriber service are distributed between the remote UNI (anctesboblID

functionality) and the Virtual UNI (VUNL)Figurel5shows an example of a VUNI feNID

Servicewhen multiple CEVLAN IDs map to the OVC athe UNL This example could use Case

A or Case B vNID Service.

" One example of VUNI is defined in MEF 28.
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Figure 15: VUNI Example for vNID Service when>1 CE-VLAN IDs M ap to the OVC

The VUNIin theServiceP r o v i d ehagservicg BttNbutes similar to those &fdl, and is
paired with a remote UNTIheNVUNIi$dssociatedwite s\&JNIPr ovi d
End Point at th&erviceP r o v isidesof aim £NNIIts main function is tepecify the

processing rules applicable to ENNI frames present iS#nreiceProvider domain andssociate

themwith a givenserviceinstance

In Figurel5, two EVCs (an ELAN EVC and an ELine EVC)are available to the Subgwer at
the remote UNIThe Access Provideis responsible fomanagement of theNID ServiceOVC
between # side of the ENNI anthe remote UNIForvNID Services, the remote UNI and
associated vNID functionality may support VLAMsed services, but td> network is not
aware otthese aspectsf the SubscribeEVCs.

Figurel5shows a example where th€E at UNI Y participates ifooth the ELAN EVC and &

Line EVC.At the remote UNI, Service Framesybe C-tagged priority tagged oruntagged

The remote UNI is instantiated by the Access Provider as a UNI where the Access Pnayisler

multiple CEVLAN ID sto the single OV@&End PointsupportinghevNID ServiceOVC. Traffic

conditioning is applied at this remote UNI, and frames traversé\h2 ServiceOVC between

the remote UNI and the ENNAt thevNID ServiceOVC End Point at the Acc
side of the ENNI, ai$-VLAN ID is used to mafENNI Frames to the OVEnd Pointsupporting

thevNID Service

IntheServicePr ov i d e r oOhsrelatienshigoea tkwe eén t he AWIDS&eavice Pr ovi d
OVC and the VUNIs realized byhe S-VLAN ID present at the ENNMWhose value is

negotiated between ti&erviceProvider and théccess ProviderAt the ENNI, when receiving

an ENNI Framethe ServiceProvidermaps (using the End Point M&ervice Attributg a single

SVLAN ID to aVUNI End Point associated with a VUNIhe VUNI thenmapseachframe

based onts CE-VLAN ID to the appropriate OVC End Poifdr OVC 1 or OVC 2In the

reverse diretion, the VUNI multiplexes fr@es fromOVC 1 and OVC 2nto the OVCdenoted
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by a uniques-VLAN ID, which is associated with tihecess Providér gNID ServiceOVC.
Note that OVC 1 and OVC 2 must have rarerlapping CEVLAN IDs at the VUNL

Note that as per [MEF 28], a given ENNI can support more than one VUNI.

B.2 Behavior of the VUNI for vNID

This Sectiordetaik thebehaviorof the ServiceProvide r 6 sV UsMdsociatedantth the

ENNI related to WID&erviceQVE (sisV PN KigureideThedVENI
attributes include mapping of the VUNI to the
VNID ServiceOVC, and mapping of ENNI Frames to one or m8ezviceProvider OVC End

Points in support of Subscriber services.

The characteristics of the VUNI for vNID are described by applying the following sets of
attributes defined in [MEF 28]:

1 VUNI ServiceAttributes
1 ENNI Service Attributes for the ENNI supporting the VUNI.
1 ServiceAttributes for OVC End Poistassociated by the VUNI

B.2.1 VUNI Service Attributes

TheVUNI Service Attributes ardescribed in [MEF 28]. This section describes how these VUNI
service attributes focus on support of WhNdD Service

In order to describe the VUNttabutes, the concept of an ENNI SH.AN ID is defined in
[MEF 28] for an ENNI Frame that is mapped to a VUNI End Point as follows:

9 If an ENNI Frame is mapped to a VUNI End Point (depicteligurel5 as the red
square on thaght side of the ENNI) and the ENNI Frame has-a&{ whose VLAN ID
value is not zero, then the ENNI SHAN ID for the ENNI Frame is the value of
VLAN ID in the C-Tag.

9 If an ENNI Frame is mamal to a VUNI End Point and the ENNI Frame either has-no C
Tag or has a 0ag whose VLAN ID value is zero, then the ENNI-WEAN ID is a
value in the range 2, é , 4094 that is agreed upon by both Swbscribeand the
ServiceProvider supporting the VUNP

When a VUNI of MEF 28 is used to complement th&NID Service Case B, the VUNI
service attributes and values need to be assigned accordingTiable 29.

Note, inTable29, thelngressBandwidth Profile is applied at the VUNI to trafficathflows from
the Subscriber at the remote UNI to ®erviceProvider CEN, and thEgressBandwidth Profile
is applied to traffic that flows from tH&erviceProvider CEN to the Subscriber at the remote
UNI.

A Service Provider may wish to consider apptya per VUNI bandwidth profile in the egress
direction (from the Service Provider towards the Access Provider) in order to help ensure that the

8 The value also needs to be agreed upon between the Service Provider and the Subscriber.
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traffic is propely shaped to match up with the expected traffic conditioning function upon
ingress to the Acas Provider network at the OVC End Point forth#D ServiceOVC.

Table 29: VUNI Service Attribute Constraints when ComplementingvNID Service

VUNI Service Attribute (MEF 28) Additional Constraints beyond MEF 28 Table 6
when VUNI is applied to vNID Service Case B

VUNI Identifier No Additional Constraif

ENNI CE-VLAN ID valuefor ENNI No Additional Constraif

Frameswith no GTag or a CTag whose
VLAN ID value is 0

Maximum number ofelated OVC End

Points in the/UNI Provider CEN No Additional Constrairf
Ingress Bandwidth Profile P&UNI Recommend to not specif
Egress Bandwidth Profile PRIUNI No Additional Constraif

B.2.2 SP ENNI Service Attributes Supporting the VUNI

From the point of view of theNID Service the ENNI is the point of demarcation between the
ServiceProvider CEN and the Access Provider CENhis section addresses the ENNI attribute
constraints for vNID Case B associated with $lseviceProvider

When VUNI attributes are enabled inpport of thevNID Service theENNI Attributes as

defined in Section 7.1 of MEF 26[49] are applied to describe the behavior of the ENNI
However a specific aitsute has been extended as described in the requirement below to allow
for mapping of an /LAN ID at the ENNI to a specific VUNI End Point.

When VUNI of MEF 28 is used to complement th@NID Service Case B, at the ENNI in
the ServiceProvider CEN, the End Point Type within an End Point Map for ENNI
frames mapped to a VUNI neéds to take the

As per requirement [R16] of MEF 26[59] and [R11] of MEF 28[60], the End Point Maptdhe
ENNI useshe SVLAN -ID of a given STagged ENNI Frame to determine the VUNI End Point
to which anENNI Frameis mapped

B.2.3 SP Service Attributes for an OVC End Point associated by the VUNI

There are attributes for each instancamfOVCEnd Point associated withspecificV UNI.?*
These service attributes are described in Section 7.5 of MER26 Section 7.3 of MEF 28.

For vNID CaseB, traffic conditioning occurs for subscriber traficthe VUNI for traffic
entering theService Provider network at the ENNbr color declaration and forovide
protecton for theService Providenetwork

¥ These service attributes would remain the same in the case where an intermediate operator provides connectivity
to the Access Provider supporting the remote UNI, as may be described in-£&NItnodel.

2O MEF 28 extends the End Point Type as defined in [R18] of MEF 26.1.

L Note that the OVC(s) discussed in this section are in the VUNI Provider CEN, as opposed\iDtService

OVC thatis in the Access Provider MEN.
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MEF Virtual NID (vNID) Functionality for E -Access Service:

When VUNI of MEF 28 is used to complement th@NID Service Case B, the OVC End
Pointds service attributes for an OVC End Po
configured with values according toTable 30.

Table 30: ServiceAttributes for OVC End Point s Associated by the VUNI

Service Attributes for an OVC End Additional Constraints beyond MEF 28 Table 8
Point associated by the VUN(MEF when VUNI is applied to vNID Service Case B (no
28) change from MEF 28)

VUNI OVC Ildentifier No Additional Constraif
OVC End PoinMap No Additional Constraif
Class of Service Identifiers No Additional Constrair
Ingress Bandwidth Profile PVCEnd (Magpeci fy for point to
Pointassociated by a VUNI Magpecify for multipoi
Ingress Bandwidth Profile Per ClassofMagpeci fy for point to
Service ldentifiemssociated byaVUNIIMagpeci fy for multipoi
EgresBandwidth Profile Per OVCEnd Magpeci fy for point to
Pointassociated by a VUNI Magpecify for multipoi
Egress Bandwidth Profile Per Classoff Magpeci fy for point to
Service ldentifier associated byaVUN Ma g p e c iniuyl tfiopbpoi nt  OVCs

B.2.4 VUNI Class of Service ldentifiers

When VUNI of MEF 28 is used to complement th@NID Service Case B, there needs to
be three mutually exclusive ways to determine the Class of Service Identifier from the

content of a given ENNI Frame mappd to a VUNI as described in Section 7.3.1 of MEF
28[60].

Appendix C Related MEF Source Documents

This section providsa brief summary of existing MEF specifications relating directly or
indirectly tovNID functionality. This discussiorfis not intended to be complete exhaustive
For additional information, refer to the corresponding MEF specification.

1 MEF 6.1[48] definesEthernet Service types and specifies their associated service
attributes and parameters used to create f@iRbint, Multipointto-Multipoint, and
RootedMultipoint Ethernet serviceSIEF 6.1.1[49] augments MEF 6.1 to discuss
L2CP handling.

1 MEF 7.2 [50] describes the overall Carrier Ethernet Management Information Model
which identifies and defines the set of management information necessary to manage the
Carrier Ethernet services as defined by the Metro Ethernet Forum, irngchugport for
the management aspects of vNID functionality.
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